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Abstract: Distributed computing is involved by quite a few people of the associations for putting away the 

gigantic measure of information on the mists. Hence, there is need to get the information which may as text, 

sound, video, and so on. There are various calculations planned by the analysts for getting the information 

on the cloud. The current paper by “Abhishek Bharti” & “Tarun Hazra” is an endeavour to expound a 

portion of the significant calculations for the security of information for this reason, comprehensive writing 

has been led. 
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I. INTRODUCTION 

The expression "Distributed computing" has characterized by National Institute of Standards and Technology (NIST) is 

far reaching and rising innovation in the regular routine for each one gives on request web administrations like 

organizations, stockpiling, servers and applications with adaptability and cost proficiency for clients. Distributed 

computing is an innovation that increment or decrease the capacity limit as examine without interest in new foundation. 

The course of distributed storage contains four layers recently capacity layer that store information on cloud server farm, 

the board layer which guarantees protection and security of distributed storage, application interface layer that give cloud 

application administration stage, lastly cloud access layer which give availability to the cloud client. The cloud models 

are ordered with various administrations like Infrastructure as a Service (IaaS): is most predominant and created market 

fragments of cloud that convey altered foundation on request, Platform as a Service(PaaS): that gives stage and climate 

to the engineers that form cloud administrations and application on the web and that administrations are put away in the 

cloud and got to by cloud clients utilizing internet browser, Software as a Service (SaaS): that gives its own application 

running on a cloud framework. The cloud client need not control or deal with the cloud framework including capacity, 

working framework, administrations, organization and application. It likewise lessens the need of PCs, server, stockpiling 

and oversee and run all application. In distributed computing information are developing dramatically yet security of 

information is as yet problematic. Because of the exchange of information to the cloud server farm, the security issue 

happens and information proprietor misfortune their control on information. Security and protection for cloud information 

is a significant part of cloud it is as yet not settled to figure that. These cloud security challenges incorporate unapproved 

access, information spillage and user’s touchy data spills. 

 

II. REVIEW OF LITERATURE 

Many security measures have been proposed by different researchers. In this section, we shall offer the literature review 

of earlier study. 

Jan de Muijnck-Hughes proposed Predicate Based Encryption as a security technique in 2011. (PBE). PBE, which stands 

for a family of asymmetric encryption, is derived from IdentityBased Encryption [1]. This technique creates a single 

encryptor/multiple decryptor environment utilising a single scheme by fusing asymmetric encryption with attribute-based 

access control (ABAC). 

A study titled Security Techniques for Protecting Data in Cloud was written by Venkata Sravan et al. in 2011. 

Understanding security dangers and identifying the necessary security measures to counteract them in cloud computing 

are the objectives of this article. 

A paper titled Security Analysis and Framework of Cloud Computing with Parity Based Partially Distributed File System 

was written by Ali Asghary Karahroudy in 2011. In this study, a method known as the Partially Distributed File System 

with Parity (PDFSP), a modified version of the GFS/HDFS protocol, was suggested. 
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Nabil Giweli put up a solution-based strategy known as the Data Centric Security strategy in 2013. Since the goal of this 

strategy is to provide security at the data level, the data in cloud settings are self-describing, self-defending, and self-

protecting throughout their existence. 

Miao Zhou presented five methods in 2013 for ensuring the security and integrity of data when using cloud computing. 

These methods include a novel tree-based key management system, cloud data outsourcing with enhanced privacy, cloud 

access control with privacy preservation, cloud keyword search with enhanced privacy, and public distant integrity checks 

for private data. 

A work named "Enhancing Data Security in Cloud Computing using RSA Encryption and MD5 Algorithm" was written 

in 2014 by Sudhansu Ranjan Lenka et. al. Both the RSA and MD5 algorithms were implemented, as the paper's title 

suggests. In this study, the RSA algorithm is employed for encrypted file transfers, secure communication, and table 

concealment while the MD5 algorithm is used for digital signatures and digital signature verification. 

2014 saw the introduction of an advanced secret sharing key management scheme by Aastha Mishra. In order to provide 

more effective data security and key management in cloud systems, the purpose of this study is to suggest a more 

dependable decentralised light weight key management technique. 

A paper titled Cloud Data Storage Security based on Cryptographic Mechanisms was written by Nesrine Kaaniche in 

2014. In this study, Nesrine proposed the ID-Based Cryptography (IBC) and CloudaSec approaches for data security. 

The paper's proposal for ID-Based Cryptography was to employ each client as a private key generator to create his or her 

own ID-Based Cryptography. 

In 2014, Afnan Ullah Khan published a paper titled Data Confidentiality and Risk Management in Cloud Computing in 

which he developed a method known as Access Control and Data Confidentiality (ACDC). The purpose of the study was 

to create a cutting-edge system that would apply access control laws in cloud computing scenarios. 

 

III.CHALLENGES OBSERVED IN LITERATURE SURVEY 

Below are a few difficulties or problems that were discovered while reading and examining the research papers: 

Some of the research papers left infrastructure as a service out of their implementation and concentrated on platform as 

a service and software as a service. 

While ignoring authenticity, non-repudiation, and integrity, other works also focused on data confidentiality. 

Few of the publications were theoretically based, which means that no real-world application was made. 

Although the technique suggested in earlier publications appears to be reliable, it appears strange, is difficult to 

implement, and is time-consuming. 

Below are a few difficulties or problems that were discovered while reading and examining the research papers 

Platform as a service and software as a service were the implementations that several research papers concentrated on, 

leaving infrastructure as a service out. 

 

IV. RESEARCH METHODOLOGY 

 
In this research, we have examined a number of cloud services, including ONE DRIVE, AWS, and others, based on 

security concepts such the validation of OTP, integrity checking, access control, encryption, and data masking. Some 

websites don't adhere to all the standards. 

1. Validation of OTP: Management of One-Time Passwords (OTPs). With the help of this tool, you may create 

fresh one-time passwords and SMS transmit them to your contacts. 

2. Integrity Checking: Integrity checking guards critical system files against unauthorised alterations. 

Independent of file system permissions, you can employ integrity checking to spot any alterations to protected 

files and prevent their use. 
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3. Access Control: This security method limits who or what can access resources in a computing environment. It 

is a fundamental security principle that reduces risk to the company or organisation. 

4. Encryption: Before data is transported to and stored in the cloud, it must be converted from its original plain 

text format into an unintelligible format, such as ciphertext. 

5. Data Masking: Data masking is a technique for producing an inauthentic but structurally identical version of 

an organization's data that can be utilised for things like user training and software testing. The goal is to 

safeguard the real data while maintaining a useful backup in case the real data is not needed. 

 

V. CONCLUSION 

Cloud computing has made it easier to run businesses and provide services. Additionally, it has greatly aided the 

expansion of small and medium-sized businesses. When it comes to providing cloud computing services to people, 

businesses, and organisations, AWS excels. When compared to its rivals, it is much more effective and affordable. 

Because these services are offered at reasonable prices, Amazon Web Services is more well-liked and dominates the 

industry globally. Cloud computing services are offered to a variety of industries, not just businesses. These services are 

extremely beneficial to the biomedical sector. The IaaS is a service that is more well-liked by academics since it enables 

them to complete projects with significant computational demands at a reasonable price. All clients are quite concerned 

about security, especially given the vulnerability of their data. Customers are especially concerned when their data is 

accessed without their permission. However, in addition to being more affordable, Amazon Web Services also gives 

Small and Medium Enterprises a higher sense of security. As a result, any startup and developing businesses should 

choose AWS. 
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