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Abstract: This paper describes the design and implementation of a dedicated wine vending system for a 

single vendor, developed fully on a responsive web platform with the help of a secure, cloud-based 

backend. The solution meets the growing need for wine retailing online with a seamless, friendly, and 

effective shopping process. The most prominent features of the application are user-friendly product 

browsing, real-time order handling, and safe online payment support. The backend framework, on one 

cloud provider, provides high availability, horizontal scale, and guaranteed data storage. Architectural 

aspects like load balance, automatic backup, and recovery from disasters are addressed to draw attention 

to the system's ruggedness. Safety is also high on the priority list, and features such as encryption 

mechanisms, user authentication process, and observance of standardized online transaction behavior are 

employed. The paper also addresses legal and regulatory factors, including age verification and data 

protection compliance. It then suggests methods of improving system performance and identifies 

opportunities for future expansion. This platform is tailored to fit the particular needs of independent wine 

sellers yet provides a basis for future digital growth. 

  

Keywords: Wine-selling application, Cloud computing, E-commerce platform, Single-vendor system, 
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I. INTRODUCTION 

The sudden growth of e-commerce has transformed the retailing environment drastically, leading companies like wine 

distribution to embrace online platforms in line with contemporary consumer demands for convenience and ease of 

access. The present paper discusses the creation of a single-vendor wine-selling app with a responsive web interface 

and cloud-based backend infrastructure. With the aim of providing a seamless and streamlined user interface, the 

platform provides wine offerings, ordering, and secure payments with ease.By leveraging cloud technologies, the 

system is highly available and scalable and has robust data protection, allowing it to handle variable user loads and 

support future business expansion. Security is an integral part of the platform, with best practices such as data 

encryption, multi-layered user authentication, and compliance with industry standards for secure online transactions and 

information management.The solution also provides answers to key issues in the online wine retailing business, such as 

age verification procedures and compliance with regulation. With the inclusion of next-generation web technologies 

and cloud computing paradigms, this application provides a secure, scalable, and user-focused solution that is designed 

to meet the operational requirements of independent wine retailers in the digital age. 

Literature Review 

This paper provides a comprehensive examination of the security landscape within serverless computing, a paradigm 

increasingly embraced for its scalability and reduced operational overhead. The authors focus on the unique security 

risks introduced by the stateless and ephemeral nature of serverless functions. Unlike traditional virtual machines, 

serverless platforms abstract infrastructure details, introducing concerns around data persistence, execution integrity, 

and permission boundaries. The study surveys real-world attacks and defense mechanisms adopted by major cloud 
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providers such as AWS Lambda and Azure Functions. It identifies critical vulnerabilities including broken 

authentication, insecure dependencies, and container escape threats. The researchers classify existing solutions into 

categories like isolation models, resource sandboxing, and logging mechanisms. They stress the need for context-aware 

monitoring and propose a direction for integrating lightweight security frameworks. Overall, the paper positions 

serverless computing as a double-edged sword: it simplifies application deployment but shifts the security burden to 

more granular components, requiring novel, fine-tuned defense strategies[1] 

This study systematically explores the security challenges that arise when enterprises migrate to cloud computing 

environments, especially public and hybrid clouds. It emphasizes that traditional on-premise security models are 

insufficient for cloud-based systems, primarily due to issues introduced by resource sharing and multi-tenancy. The 

authors discuss how cloud service models (IaaS, PaaS, SaaS) expose users to different types of threats depending on the 

abstraction level. For example, IaaS users are vulnerable to virtual machine attacks and hypervisor exploits, while SaaS 

users face risks associated with data integrity and confidentiality. The paper thoroughly reviews threats such as data 

leakage, unauthorized access, insider attacks, and denial-of-service (DoS). It presents a taxonomy of these threats and 

aligns them with potential countermeasures like encryption, secure APIs, and governance frameworks. Regulatory and 

compliance requirements are also addressed, noting how cloud providers and customers must share the responsibility 

for implementing security policies. Ultimately, the paper concludes that while cloud computing offers flexibility and 

cost efficiency, it also necessitates a comprehensive, layered approach to security.[2] 

This paper outlines the foundational security risks faced by organizations adopting cloud computing and provides a 

detailed review of the defense mechanisms available to mitigate them. The authors begin by dissecting the cloud 

deployment models—public, private, and hybrid—and evaluating their respective security implications. The study 

emphasizes that security in the cloud is not merely a technical concern but also a policy and trust issue. Among the 

primary concerns discussed are data breaches, insecure APIs, account hijacking, and data loss. The researchers 

categorize these threats across cloud layers, identifying which actors (providers or users) bear responsibility at each 

level. The paper underscores the importance of technologies such as robust encryption, digital identity management, 

intrusion detection systems (IDS), and regular audits to ensure compliance and data protection. Furthermore, it 

discusses the role of Service Level Agreements (SLAs) in clarifying security responsibilities and ensuring transparency. 

The paper concludes by suggesting areas for future research, particularly in developing trusted computing technologies 

and ensuring continuous monitoring in dynamic cloud environments.[3] 

 

II. MOTIVATION AND OBJECTIVE 

Motivation 

The incentive to develop a single-vendor wine-selling application is the increasing desire for convenience on the part of 

contemporary consumers, combined with increasing use of online channels for selling goods, including wine. With the 

wine sector increasingly shifting toward online selling, it is increasingly becoming important for small, independent 

wine retailers to keep up with consumers' preferences and technological innovation. Though multi-vendor sites do not 

need customized, low-cost solutions, the small businesses need to have customized, low-cost solutions that can be 

modified to their needs and automate their business. 

Among the key motivations of this project is to allow individual wine merchants to have a direct relationship with their 

customers, with no middlemen. This allows merchants to offer a better, more personalized, and more efficient shopping 

experience, which leads to higher customer satisfaction and loyalty. There are also certain wine industry-specific 

problems that need to be addressed—i.e., age verification compliance, secure payment processing, and logistics 

shipping alcohol management. By including these features in the application, this platform will allow merchants to 

address these regulatory and operational needs. 

Another force driving this initiative is the need to provide a scalable and trustworthy solution that can scale with the 

business. Cloud technology leverage will ensure that the platform will have the capability to scale with fluctuating 

demand, with high availability, rapid performance, and simple scalability. Security is also a significant aspect of this 

motivation since the platform will need to protect sensitive customer data. Using encryption, secure authentication, and 

meeting privacy legislation requirements will guarantee that the business and its customers are protected from potential 
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risks and violations. Finally, the project seeks to develop an end

needs of individual wine vendors. Through security, 

succeed in the online market. Through these technological advancements, wine vendors are better able to conquer the 

intricacies of the internet while still ensuring a strong direct connecti

 

Major Motivations: 

1. Offer an affordable choice for one wine trader.

2. Comply with legal necessities such as payment security and age verification.

3. Leverage cloud technology for scalability and performance.

4. Provide strong data protection and privacy by using encryption and authentication.

5. Allow wine retailers to compete directly with bigger online retailers.

 

Objective 

1. Design a Simple User Experience: Focus on having a simple, intuitive interface through which users hav

frictionless access to major features and a seamless flow from start to finish.

2. Maintain Scalability with Cloud Architecture: Architect the platform to scale seamlessly with increasing user traffic. 

Use cloud services to manage varying traffi

3. Scalability & Performance with Disaster Recovery & Backups: Maintain strong disaster recovery and backups so the 

platform can automatically recover from unforeseen issues immediately w

minimum. 

4. Future-Proof the Platform: Plan for future development with modular design principles, so that the platform can grow 

over time with new features and technologies without fundamental overhauls.

 

III. METHODOL

System Architecture 
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risks and violations. Finally, the project seeks to develop an end-to-end user-friendly and secure system that suits the 

needs of individual wine vendors. Through security, scalability, and ease of use, it seeks to empower small vendors to 

succeed in the online market. Through these technological advancements, wine vendors are better able to conquer the 

intricacies of the internet while still ensuring a strong direct connection with the customers. 

1. Offer an affordable choice for one wine trader. 

2. Comply with legal necessities such as payment security and age verification. 

3. Leverage cloud technology for scalability and performance. 

ta protection and privacy by using encryption and authentication. 

5. Allow wine retailers to compete directly with bigger online retailers. 

1. Design a Simple User Experience: Focus on having a simple, intuitive interface through which users hav

frictionless access to major features and a seamless flow from start to finish. 

2. Maintain Scalability with Cloud Architecture: Architect the platform to scale seamlessly with increasing user traffic. 

Use cloud services to manage varying traffic, providing consistent performance without sacrificing reliability.

3. Scalability & Performance with Disaster Recovery & Backups: Maintain strong disaster recovery and backups so the 

platform can automatically recover from unforeseen issues immediately while keeping downtime to an absolute 

Proof the Platform: Plan for future development with modular design principles, so that the platform can grow 

over time with new features and technologies without fundamental overhauls. 

III. METHODOLOGY AND ARCHITECTURE 

 
Fig 4.1.1 Cloud Architecture 
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This AWS cloud architecture diagram illustrates a highly available and secure web application hosted on AWS. Users 

access the application through a domain managed by Amazon Route 53, w

Manager and AWS Shield for DDoS protection. The content is distributed via Amazon CloudFront CDN to ensure fast 

content delivery globally. Incoming traffic is directed to an Elastic Load Balancer, which distributes 

EC2 instances located in two Availability Zones (AZs) for high availability. These EC2 instances are part of an Auto 

Scaling Group to handle varying traffic loads automatically. Public subnets host the web servers, while AWS Firewall 

Manager and other security tools ensure proper protection.

The backend layer includes a highly available Amazon RDS database setup with primary and secondary instances in 

separate AZs for failover and redundancy. Media and backup data are stored in Amazon S3 buc

and durable storage. Another Elastic Load Balancer is used for internal services, managed within a VPC to separate 

private and public resources securely. This architecture ensures scalability, fault tolerance, and robust security fo

enterprise-level applications. 

This flowchart illustrates a registration process in which the user has to upload the Aadhar card, and age verification is 

performed to verify eligibility. For automation of user detail 

entry, AWS Textract can be easily integrated into this process.

Using AWS Textract: When the user uploads their Aadhar card during registration, AWS Textract is called upon to 

analyze the document. Textract uses machine learning to extract structured data such as name, date of birth, and Aadhar 

number from the document automatically. If the user is 22 years or older, the data is inserted into the main user table 

and the user is redirected to the login page. If the user is minors, the data is inserted into a blocked table for future 

review. This minimizes manual entry, improves accuracy, and speeds up the registration process..

This flowchart illustrates a KYC (Know Your Customer) and order confirmation

facial matching. This is how Amazon Rekognition is used in this system.

When a user provides an update to his/her KYC information by uploading Aadhar and selfie, both the documents are 

stored in Amazon S3. There is a request made to an admin who checks the information provided. When the admin 

approves the KYC, the selfie is stored in S3 for future verification. If the KYC is declined, the user is asked to resubmit 

his/her details.At checkout, the system captures a live p

selfie by invoking Amazon Rekognition's face match API. If the faces match, the order is flagged as successful. If not, 

the order is declined. The approach enhances security since the person

authenticated person, reducing identity fraud.
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This AWS cloud architecture diagram illustrates a highly available and secure web application hosted on AWS. Users 

access the application through a domain managed by Amazon Route 53, which routes traffic through AWS Firewall 

Manager and AWS Shield for DDoS protection. The content is distributed via Amazon CloudFront CDN to ensure fast 

content delivery globally. Incoming traffic is directed to an Elastic Load Balancer, which distributes 

EC2 instances located in two Availability Zones (AZs) for high availability. These EC2 instances are part of an Auto 

Scaling Group to handle varying traffic loads automatically. Public subnets host the web servers, while AWS Firewall 

r and other security tools ensure proper protection. 

The backend layer includes a highly available Amazon RDS database setup with primary and secondary instances in 

separate AZs for failover and redundancy. Media and backup data are stored in Amazon S3 buckets, enabling scalable 

and durable storage. Another Elastic Load Balancer is used for internal services, managed within a VPC to separate 

private and public resources securely. This architecture ensures scalability, fault tolerance, and robust security fo

 
Fig 4.1.2 AWS Textract Service 

This flowchart illustrates a registration process in which the user has to upload the Aadhar card, and age verification is 

performed to verify eligibility. For automation of user detail extraction from the Aadhar card and reducing manual data 

entry, AWS Textract can be easily integrated into this process. 

Using AWS Textract: When the user uploads their Aadhar card during registration, AWS Textract is called upon to 

extract uses machine learning to extract structured data such as name, date of birth, and Aadhar 

number from the document automatically. If the user is 22 years or older, the data is inserted into the main user table 

page. If the user is minors, the data is inserted into a blocked table for future 

review. This minimizes manual entry, improves accuracy, and speeds up the registration process.. 

This flowchart illustrates a KYC (Know Your Customer) and order confirmation system using Amazon Rekognition for 

facial matching. This is how Amazon Rekognition is used in this system. 

When a user provides an update to his/her KYC information by uploading Aadhar and selfie, both the documents are 

quest made to an admin who checks the information provided. When the admin 

approves the KYC, the selfie is stored in S3 for future verification. If the KYC is declined, the user is asked to resubmit 

his/her details.At checkout, the system captures a live picture of the purchaser. The picture is matched against the saved 

selfie by invoking Amazon Rekognition's face match API. If the faces match, the order is flagged as successful. If not, 

the order is declined. The approach enhances security since the person who is making the order is identical to the 

authenticated person, reducing identity fraud. 
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This AWS cloud architecture diagram illustrates a highly available and secure web application hosted on AWS. Users 

hich routes traffic through AWS Firewall 

Manager and AWS Shield for DDoS protection. The content is distributed via Amazon CloudFront CDN to ensure fast 

content delivery globally. Incoming traffic is directed to an Elastic Load Balancer, which distributes the load across 

EC2 instances located in two Availability Zones (AZs) for high availability. These EC2 instances are part of an Auto 

Scaling Group to handle varying traffic loads automatically. Public subnets host the web servers, while AWS Firewall 
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and durable storage. Another Elastic Load Balancer is used for internal services, managed within a VPC to separate 
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This flowchart illustrates a registration process in which the user has to upload the Aadhar card, and age verification is 

extraction from the Aadhar card and reducing manual data 

Using AWS Textract: When the user uploads their Aadhar card during registration, AWS Textract is called upon to 

extract uses machine learning to extract structured data such as name, date of birth, and Aadhar 

number from the document automatically. If the user is 22 years or older, the data is inserted into the main user table 

page. If the user is minors, the data is inserted into a blocked table for future 

system using Amazon Rekognition for 

When a user provides an update to his/her KYC information by uploading Aadhar and selfie, both the documents are 

quest made to an admin who checks the information provided. When the admin 

approves the KYC, the selfie is stored in S3 for future verification. If the KYC is declined, the user is asked to resubmit 

icture of the purchaser. The picture is matched against the saved 

selfie by invoking Amazon Rekognition's face match API. If the faces match, the order is flagged as successful. If not, 
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Fig 4.1.4 AWS BedRock Integration

This diagram outlines an architecture for integrating AWS Bedrock with a chatbot application n

utilizing Claude LLM and Titan Embeddings. The process begins when a user sends a prompt through the grapevault 

interface. AWS Bedrock Knowledge Bases retrieves relevant data from an S3 bucket and uses the Titan embedding 

model to convert the data into vector embeddings. These embeddings are then stored in an RDS 

VPC, with access credentials securely managed by AWS Secret Manager.

When a user interacts with grapevault, the application queries the RDS vector store to 

on the user’s input. These embeddings are then provided to Claude LLM, which generates a response based on the 

contextual information. The response is delivered back to the user via grapevault, enabling intelligent, secure, 

scalable chatbot interactions powered by AWS Bedrock’s foundational tools.
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Fig 4.1.3 AWS Textract Service 

 
Fig 4.1.4 AWS BedRock Integration 

This diagram outlines an architecture for integrating AWS Bedrock with a chatbot application n

utilizing Claude LLM and Titan Embeddings. The process begins when a user sends a prompt through the grapevault 

interface. AWS Bedrock Knowledge Bases retrieves relevant data from an S3 bucket and uses the Titan embedding 

the data into vector embeddings. These embeddings are then stored in an RDS - Vector Store within a 

VPC, with access credentials securely managed by AWS Secret Manager. 

When a user interacts with grapevault, the application queries the RDS vector store to fetch relevant embeddings based 

on the user’s input. These embeddings are then provided to Claude LLM, which generates a response based on the 

contextual information. The response is delivered back to the user via grapevault, enabling intelligent, secure, 

scalable chatbot interactions powered by AWS Bedrock’s foundational tools. 

  

  

Technology  

Journal 

 291 

Impact Factor: 7.67 

 

This diagram outlines an architecture for integrating AWS Bedrock with a chatbot application named grapevault, 

utilizing Claude LLM and Titan Embeddings. The process begins when a user sends a prompt through the grapevault 

interface. AWS Bedrock Knowledge Bases retrieves relevant data from an S3 bucket and uses the Titan embedding 

Vector Store within a 

fetch relevant embeddings based 
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Implementation and Output 

This screenshot displays the homepage of GrapeVault, India’s first wine

therapeutic purposes. The interface emphasizes responsible consumption and compliance with legal standards. At the 

forefront, a modal warning box appears, clearly stating:

 Purpose: GrapeVault is designed to provide high

 Compliance: The platform ensures that all products meet regulatory standards.

 User Acknowledgement: Users must confirm their understanding of proper use and agree to avoid misuse 

(such as unauthorized resale or excessive consumption).

Fig 4.2.3 Order Failure due to Recognization failed

The system uses Amazon Rekognition for identity verification by matching the user's selfie (uploaded during KYC) 

with a live photo captured at checkout. This is a security step to ensure t

and use policies."Verification failed": The user's face did not match the stored selfie in Amazon Rekognition.

 

Possible Reasons: 

1. Poor lighting or camera angle during live capture.

2. Changes in user appearance. 
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Fig 4.2.1 Warning Box 

This screenshot displays the homepage of GrapeVault, India’s first wine-selling platform with a focus on medical and 

tic purposes. The interface emphasizes responsible consumption and compliance with legal standards. At the 

forefront, a modal warning box appears, clearly stating: 

Purpose: GrapeVault is designed to provide high-quality wines for therapeutic and medical us

Compliance: The platform ensures that all products meet regulatory standards. 

User Acknowledgement: Users must confirm their understanding of proper use and agree to avoid misuse 

(such as unauthorized resale or excessive consumption). 

 
Fig 4.2.2 Registration Page 

 
Fig 4.2.3 Order Failure due to Recognization failed 

The system uses Amazon Rekognition for identity verification by matching the user's selfie (uploaded during KYC) 

with a live photo captured at checkout. This is a security step to ensure the buyer is authorized and compliant with age 

and use policies."Verification failed": The user's face did not match the stored selfie in Amazon Rekognition.

1. Poor lighting or camera angle during live capture. 
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Project Feasibility and Scope 

The feasibility of developing a single-vendor wine

modern consumers, who are increasingly turning to online platform

like wine. With online sales of wine growing manifold across the globe, the demand for specialized platforms to 

facilitate independent vendors is evident. This project seeks to leverage that opportunity b

based application that maintains ease of doing business for small

experience for the end user. 

Technically, the project is extremely viable. Existing development platforms, APIs, and cl

Firebase, etc.) provide amazingly powerful tools that simplify development and enable the system to scale on a whim. 

Microservices and containerized deployment architectures will enable the platform to stay stable and easy to mana

Security, which would otherwise be a dire issue for online selling, is handled by end

authentication, and complete compliance with data privacy laws and alcohol sales regulations

verification mechanisms. 

The project scope is to create a dual-platform application that will be a dynamic web application and an Android mobile 

application. The central modules will be reserved for real

checkout management, customer account management, and secure payment gateways. The addition of vendor backend 

dashboards will enable vendors to track orders, manage products, and analyze customer insights efficiently. For added 

customer interaction and retention, the app may i

rewards programs. As much as the first release focuses on a one

modular so that in a future multi-vendor environment, it can easily be e

subscription, or AR-enabled product previews can be integrated.

Overall, this project combines technical feasibility with strong market demand and emerges as a scalable, secure, and 

sustainable e-commerce wine niche solution.

 

Developing a niche wine-selling application is a strategic step to address the growing trend of wine consumption online. 

The proposed platform is a responsive, secure, and user

mobile app, and a cloud-based backend for enhanced performance and flexibility. High data integrity and user security 

will be maintained through features like end

authentication. The solution is also designed to address compliance with regional and international regulations on 

online alcohol sales, namely age verification and data privacy legislation. By enhancing customer convenience and 

vendor capability, the application not only simplifies the wine shopping process but also empowers independent sellers 

with an effective tool for managing operations efficiently. With a future

project has tremendous potential to grow with industry t

commerce market.  
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Fig 4.2.4  User Login 

vendor wine-selling platform is highly justified on the back of evolving tastes of 

modern consumers, who are increasingly turning to online platforms for the convenience of purchasing specialty items 

like wine. With online sales of wine growing manifold across the globe, the demand for specialized platforms to 

facilitate independent vendors is evident. This project seeks to leverage that opportunity by offering a robust, cloud

based application that maintains ease of doing business for small-scale wine vendors while ensuring a quality 

Technically, the project is extremely viable. Existing development platforms, APIs, and cloud computing (e.g., AWS, 

Firebase, etc.) provide amazingly powerful tools that simplify development and enable the system to scale on a whim. 

Microservices and containerized deployment architectures will enable the platform to stay stable and easy to mana

Security, which would otherwise be a dire issue for online selling, is handled by end-to-end encryption, OAuth

authentication, and complete compliance with data privacy laws and alcohol sales regulations—

platform application that will be a dynamic web application and an Android mobile 

application. The central modules will be reserved for real-time product cataloging, inventory tracking, cart and 

customer account management, and secure payment gateways. The addition of vendor backend 

dashboards will enable vendors to track orders, manage products, and analyze customer insights efficiently. For added 

customer interaction and retention, the app may incorporate personalized suggestions, email marketing capability, and 

rewards programs. As much as the first release focuses on a one-vendor scenario, the architecture of the system is 

vendor environment, it can easily be expanded, or new functionality like voice search, 

enabled product previews can be integrated. 

Overall, this project combines technical feasibility with strong market demand and emerges as a scalable, secure, and 

ne niche solution. 

IV. CONCLUSION 

selling application is a strategic step to address the growing trend of wine consumption online. 

The proposed platform is a responsive, secure, and user-friendly system, with a seamless web interfa

based backend for enhanced performance and flexibility. High data integrity and user security 

will be maintained through features like end-to-end encryption, secured payment gateways, and multi

tion. The solution is also designed to address compliance with regional and international regulations on 

online alcohol sales, namely age verification and data privacy legislation. By enhancing customer convenience and 

t only simplifies the wine shopping process but also empowers independent sellers 

with an effective tool for managing operations efficiently. With a future-proof architecture and modular design, this 

project has tremendous potential to grow with industry trends, thereby creating sustainable growth in the digital wine 
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online alcohol sales, namely age verification and data privacy legislation. By enhancing customer convenience and 

t only simplifies the wine shopping process but also empowers independent sellers 

proof architecture and modular design, this 

rends, thereby creating sustainable growth in the digital wine 
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