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Abstract: The advent of quantum computing poses a fundamental threat to classical encryption 

protocols, demanding urgent transformation in cybersecurity architectures. This study presents a U.S.-

focused Zero-Trust Enabled Post-Quantum Encryption Framework (ZT-PQEF) designed to deliver 

adaptive end-to-end network security in dynamic threat environments. ZT-PQEF integrates NIST-

standard post-quantum cryptographic algorithms (CRYSTALS-Kyber and Dilithium) with behavior-

informed trust scoring, real-time key rotation, and telemetry-driven microsegmentation. A U.S. federal 

network simulation was used to benchmark the framework across nine performance metrics and seven 

critical system dimensions. Compared to conventional zero-trust and static PQC-enabled architectures, 

ZT-PQEF achieved a 22% improvement in cryptographic agility, reduced breach containment time by 

over 40%, and significantly lowered false-positive rates in behavioral anomaly detection. The framework 

preserved bandwidth viability and minimized resource overhead, confirming its suitability for high-

throughput, resource-sensitive government deployments. These results demonstrate that ZT-PQEF 

delivers scalable, quantum-resilient, and policy-adaptive security, representing a critical advancement 

in post-quantum infrastructure protection and future-proof zero-trust implementation across the United 

States. 
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I. INTRODUCTION 

The rise of quantum computing threatens to upend foundational assumptions in cybersecurity, particularly regarding 

public-key cryptography. As quantum hardware accelerates toward practical realization, existing encryption 

standards—such as RSA, ECC, and Diffie-Hellman—face obsolescence due to algorithms like Shor’s and Grover’s, 

which can break them in polynomial time (Chen et al., 2016). This evolving threat landscape presents an urgent 

challenge for national infrastructure and enterprise-level security systems, particularly in countries with highly digitized 

economies like the United States. The U.S. National Institute of Standards and Technology (NIST) has recognized this 

urgency, initiating the Post-Quantum Cryptography (PQC) standardization process to identify quantum-resilient 

algorithms suitable for federal and critical infrastructure applications (NIST, 2022). 

Parallel to cryptographic modernization, the U.S. cybersecurity strategy has embraced the Zero-Trust Architecture 

(ZTA) model, which enforces “never trust, always verify” principles across enterprise and government networks 

(CISA, 2021). ZTA has become the cornerstone of federal cybersecurity mandates, particularly following Executive 

Order 14028, which emphasized zero-trust adoption across federal agencies. However, while ZTA strengthens internal 

access controls, it is fundamentally reliant on cryptographic primitives that are vulnerable to future quantum attacks. 
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This creates a latent risk where systems appear secure under traditional zero-trust enforcement but are fundamentally 

compromised when adversaries possess quantum capabilities (Albrecht et al., 2022). 

Moreover, today’s digital infrastructure operates in dynamic threat environments—contexts defined by shifting attacker 

tactics, polymorphic malware, and unpredictable lateral movement within networks. These challenges require not just 

secure communication, but adaptive, context-aware, and resilient frameworks that maintain confidentiality, integrity, 

and availability under constant flux. Most zero-trust and PQC proposals treat these elements in isolation, failing to 

integrate cryptographic post-quantum readiness with adaptive zero-trust policy enforcement under real-time threat 

telemetry (Kwiatkowska et al., 2023). 

This study proposes and evaluates a novel U.S.-focused Zero-Trust Enabled Post-Quantum Encryption Framework 

(ZT-PQEF) for securing end-to-end communications in highly dynamic network environments. The framework 

integrates quantum-resilient cryptographic protocols with adaptive zero-trust policies guided by real-time threat 

intelligence, user behavior profiling, and endpoint integrity validation. Unlike static implementations, the proposed ZT-

PQEF dynamically recalibrates trust scores, reissues cryptographic session keys using NIST-designated PQC 

algorithms, and enforces microsegmentation across network layers—all under continuously monitored risk profiles. 

In addressing this convergence of post-quantum cryptography and zero-trust enforcement, this research contributes to 

the U.S. cybersecurity ecosystem by providing empirical evidence and architectural validation for a next-generation 

security framework. The focus on real-time adaptability, cryptographic agility, and enforcement granularity aligns the 

proposed model with U.S. federal cybersecurity mandates and advances the resilience of digital infrastructure in 

anticipation of post-quantum threats. 

 

II. FOUNDATIONAL ADVANCES 

Over the past decade, the U.S. cybersecurity paradigm has increasingly shifted from perimeter-based defenses to zero-

trust models, driven by the realization that insider threats, credential theft, and lateral movement can render traditional 

boundaries obsolete. The Cybersecurity and Infrastructure Security Agency (CISA) formally established zero-trust 

principles as a national priority in its 2021 Zero Trust Maturity Model, promoting microsegmentation, continuous 

verification, and least-privilege access as foundational design elements (CISA, 2021). Concurrently, NIST’s SP 800-

207 provided architectural guidelines that outlined identity-centric policy enforcement, but without prescriptive 

cryptographic protocols (NIST, 2020). These frameworks, while robust, largely overlook the implications of quantum 

computing on the cryptographic underpinnings of ZTA, a gap this research addresses. 

The advancement of post-quantum cryptography (PQC) has been primarily led by NIST’s PQC standardization project, 

which seeks to identify cryptographic algorithms resilient to both classical and quantum attacks. The third round 

finalists—CRYSTALS-Kyber (for key encapsulation) and CRYSTALS-Dilithium (for digital signatures)—have 

emerged as leading candidates due to their security proofs, performance, and implementation feasibility (Chen et al., 

2022). These algorithms are projected to replace vulnerable standards like RSA and ECC in mission-critical systems, 

including federal cloud infrastructure and public-key infrastructures (PKIs). While the PQC initiative focuses on 

algorithmic resilience, it does not inherently address how these algorithms integrate with adaptive access control 

mechanisms in zero-trust environments. 

Recent literature has explored the combination of zero-trust enforcement with PQC schemes in the context of federated 

identity systems, IoT frameworks, and secure cloud orchestration. For example, Alsoghayer et al. (2022) proposed a 

hybrid framework that uses PQC for credential exchange while enforcing zero-trust policies via behavioral analytics. 

Similarly, Priebe and Mann (2021) examined the role of quantum-resistant identity authentication within distributed 

microservices, suggesting that cryptographic agility must be tightly coupled with policy enforcement logic. These 

studies support the feasibility of layered integration, yet they lack adaptability to live threat telemetry or dynamic 

network states, which are essential in military-grade and critical infrastructure networks. 

Furthermore, adaptive access control systems have been investigated through the lens of risk-based authentication and 

trust scoring, where decisions are influenced by behavioral baselines, device posture, and geo-velocity data. Notable 

work by Gkioulos et al. (2023) outlined a machine learning-based trust engine that adapts authentication depth in 
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response to anomalies. However, such systems typically rely on cryptographic primitives susceptible to quantum 

decryption, leaving them vulnerable in adversarial post-quantum scenarios. 

In terms of architecture, efforts to embed PQC within Software-Defined Networks (SDNs) and Secure Access Service 

Edge (SASE) platforms are gaining traction. Zhang et al. (2023) demonstrated how PQC ciphers could be deployed in 

SDN-controlled data planes, with controllers dynamically selecting cryptographic protocols based on service-level 

agreements and device roles. While promising, these frameworks lack a zero-trust model’s fine-grained access control 

and lack adaptability to context-aware trust recalibration. 

Collectively, these works highlight the maturity of PQC algorithms and the established need for zero-trust enforcement, 

but also reveal a critical integration gap: the lack of an end-to-end, context-sensitive framework that unites zero-trust 

access controls with cryptographic post-quantum resilience in real time. This study builds upon and extends existing 

literature by proposing a U.S.-focused adaptive framework that not only employs NIST-backed PQC standards but also 

incorporates dynamic trust scoring, behavioral monitoring, and continuous re-authentication, effectively closing a major 

blind spot in current research and implementation practice. 

 

III. FRAMEWORK DESIGN AND EVALUATION APPROACH 

This section outlines the architectural and methodological basis for the development and assessment of the proposed 

Zero-Trust Enabled Post-Quantum Encryption Framework (ZT-PQEF). Designed specifically for high-assurance U.S. 

network environments, ZT-PQEF integrates NIST-approved post-quantum cryptographic algorithms with telemetry-

informed adaptive zero-trust policy enforcement. The goal of the framework is to deliver end-to-end security for 

dynamic digital ecosystems in which traditional cryptographic and static trust models are inadequate. 

The ZT-PQEF architecture is composed of five interdependent layers that operate cohesively to secure user identities, 

adaptively assess trust, and enforce granular access control. The first layer, the Identity and Access Management (IAM) 

component, leverages device posture signals and behavior-aware verification protocols such as FIDO2 and WebAuthn 

to authenticate users and endpoints. At the core of the framework is a Trust Evaluation Engine, which ingests telemetry 

data and continuously updates trust scores using user behavior, access times, geographic login anomalies, and device 

compliance metrics. The cryptographic backbone of the system comprises NIST-designated post-quantum algorithms, 

specifically CRYSTALS-Kyber for key encapsulation and CRYSTALS-Dilithium for digital signatures. These 

algorithms were embedded within the TLS handshake protocols using Open Quantum Safe (OQS) libraries customized 

for a U.S. infrastructure profile. A policy enforcement gateway supports contextual access decisions via 

microsegmentation and session-based token validation, while an adaptive key management layer ensures automatic 

reissuance of session keys in response to behavioral anomalies or trust score decay. 

The implementation of post-quantum cryptographic protocols was guided by the NIST PQC standardization track, 

which, in its third round, endorsed Kyber and Dilithium as leading candidates for secure key exchange and digital 

authentication. In this framework, Kyber was used to protect symmetric key distribution within TLS 1.3-based sessions, 

while Dilithium was deployed for entity authentication. The cryptographic engine supported hybrid pre-quantum 

fallback compatibility with RSA-2048 and SHA-2 HMAC for backward interoperability with legacy government 

systems. 

Trust scoring was modeled using a dynamic, machine learning-enabled model adapted from recent U.S.-based 

behavioral risk scoring systems. The engine was designed to respond to real-time access behavior, geo-velocity 

anomalies, device compliance gaps, and heuristic risk indicators. Each factor contributed to a rolling trust score 

between 0 and 100, recalculated at 30-second intervals. Based on the computed score, the system either retained the 

active cryptographic session, initiated key reissuance with secondary authentication prompts, or terminated access 

outright. Risk thresholds and policy weights were aligned with U.S. Department of Homeland Security guidelines and 

threat modeling frameworks. 

To test the efficacy of ZT-PQEF, the framework was deployed in a U.S.-centric simulated network emulating a hybrid 

federal agency infrastructure. The environment spanned a hybrid cloud configuration composed of AWS GovCloud and 

a private datacenter hosting approximately 500 interconnected nodes. The network included a diverse range of devices 

including IoT sensors, remote workstations, and traditional Windows/Linux endpoints. Threat emulation was based on 
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the MITRE ATT&CK framework, incorporating a range of adversarial techniques including lateral movement, 

credential stuffing, and simulated quantum-decryption attempts. Both benign and malicious traffic scenarios were 

executed under varying operational loads, with each scenario repeated fifty times to ensure statistical reliability. The 

baseline for comparison included a standard zero-trust network devoid of post-quantum encryption and lacking real-

time adaptive policy logic. 

Performance evaluation focused on eight quantitative metrics distributed across nine graphs and seven tables. These 

metrics included access latency in milliseconds, packet loss under attack conditions, trust score volatility over time, 

cryptographic key rotation latency under anomaly, memory and CPU overhead of post-quantum cipher suites, 

successful containment rates for simulated breaches, the false-positive rate of the behavioral trigger engine, throughput 

comparisons between post-quantum and legacy encryption stacks, and cost-performance tradeoffs across deployment 

scenarios. Data was collected using a combination of Wireshark captures, Python-based telemetry scripts, and the Zeek 

network monitoring tool. Each data set was subjected to ANOVA for statistical validation, and 95% confidence 

intervals were calculated to compare the performance of ZT-PQEF against the baseline systems. 

 

IV. RESULTS 

The performance of the proposed Zero-Trust Enabled Post-Quantum Encryption Framework (ZT-PQEF) was evaluated 

across multiple dimensions reflecting real-world operational demands. Each result below presents one of the critical 

performance metrics assessed under dynamic threat conditions, with comparisons made against a conventional Zero-

Trust Architecture (ZTA) baseline that lacks post-quantum cryptographic safeguards and adaptive policy logic. 

 

Access Latency Under Normal and Adversarial Conditions 

Access latency is a primary indicator of usability and responsiveness in secure communications, particularly in federal 

or mission-critical settings where user authentication and authorization are continuously enforced. In this study, latency 

was measured from session initiation to policy token acceptance across four device classes: remote workstation, IoT 

sensor, mobile endpoint, and cloud-connected server. These categories represent diverse operational conditions in a 

hybrid U.S. government infrastructure. 

The results, shown in Table 1, highlight that ZT-PQEF introduces a moderate latency increase over the non-post-

quantum ZTA baseline but maintains sub-acceptable thresholds for mission responsiveness. The Kyber-based key 

exchange introduces cryptographic overhead, but trust-score prevalidation and session caching minimize repetitive 

delays. 

Table 1. Average Access Latency (ms) Across Device Types 

Device Type ZTA Baseline ZT-PQEF (PQC) 

Remote Workstation 81.4 98.3 

IoT Sensor 52.9 64.1 

Mobile Endpoint 78.0 95.5 

Cloud Server Node 92.7 110.2 

Thin Client Terminal 85.1 102.4 

 

While the table reflects a consistent latency increase across device types, the most pronounced impact was observed in 

cloud-server nodes, which bore additional TLS negotiation loads due to post-quantum key encapsulation. However, the 

increase remained within the acceptable upper threshold of 120 ms for classified interactive traffic. 

Figure 1 further visualizes these latency differentials, with grouped bars contrasting the performance between the 

baseline and ZT-PQEF systems. The relative performance penalty ranges from 11.2 to 19.3 milliseconds depending on 

endpoint type. 
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Figure 1. Comparative Access Latency Between ZT

This visualization illustrates that while the adoption of post

integration of adaptive trust scoring and session caching offsets much of this cost. Notably, IoT and mobile clients

which typically struggle with cryptographic 

Packet Loss and Retransmission Under Attack Conditions

Robustness under active threat is a critical determinant of security framework viability, especially in zero

environments where traffic inspection and session integrity must persist even during adversarial interference. In this 

evaluation, simulated quantum-assisted man

launched using the MITRE ATT&CK emulation profile.

retransmission volumes under three defensive configurations: ZTA Baseline, ZTA with only PQC enabled, and the full 

ZT-PQEF system. 

As detailed in Table 2, the ZT-PQEF framework experienced the lowest

retransmissions, demonstrating superior containment and session resilience under coordinated attacks. The enforcement 

of session re-keying and trust-score-driven microsegmentation likely played a role in limiting p

Table 2. Packet Drop and Retransmission Rate During Active Attack Simulation

Security Configuration 

ZTA Baseline 

ZTA with PQC Only 

ZT-PQEF (Full Integration)

 

The table shows that packet loss was reduced by nearly 70% when moving from the baseline to the full ZT

implementation, while retransmission volumes declined by over 65%. This suggests that the layered approach of 

combining cryptographic integrity with adaptive policy enforcement significantly bolsters network resilience.

These trends are further illustrated in Figure 2, which presents a dual

retransmission volumes for each configuration.
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Figure 1. Comparative Access Latency Between ZT-PQEF and Legacy ZTA

ates that while the adoption of post-quantum cryptography does increase handshake latency, the 

integration of adaptive trust scoring and session caching offsets much of this cost. Notably, IoT and mobile clients

which typically struggle with cryptographic load—still maintained real-time performance bounds under ZT

Packet Loss and Retransmission Under Attack Conditions 

Robustness under active threat is a critical determinant of security framework viability, especially in zero

raffic inspection and session integrity must persist even during adversarial interference. In this 

assisted man-in-the-middle (MITM) attacks and lateral movement attempts were 

launched using the MITRE ATT&CK emulation profile. Network packet behavior was monitored for drop rate and 

retransmission volumes under three defensive configurations: ZTA Baseline, ZTA with only PQC enabled, and the full 

PQEF framework experienced the lowest average packet drop rates and the fewest 

retransmissions, demonstrating superior containment and session resilience under coordinated attacks. The enforcement 

driven microsegmentation likely played a role in limiting packet

Table 2. Packet Drop and Retransmission Rate During Active Attack Simulation

 Avg. Packet Drop (%) Retransmissions per 1,000 pkts

14.3 117 

9.7 86 

PQEF (Full Integration) 4.5 41 

The table shows that packet loss was reduced by nearly 70% when moving from the baseline to the full ZT

implementation, while retransmission volumes declined by over 65%. This suggests that the layered approach of 

y with adaptive policy enforcement significantly bolsters network resilience.

These trends are further illustrated in Figure 2, which presents a dual-axis bar chart showing drop percentages alongside 

retransmission volumes for each configuration. 
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PQEF and Legacy ZTA 

quantum cryptography does increase handshake latency, the 

integration of adaptive trust scoring and session caching offsets much of this cost. Notably, IoT and mobile clients—

time performance bounds under ZT-PQEF. 

Robustness under active threat is a critical determinant of security framework viability, especially in zero-trust 

raffic inspection and session integrity must persist even during adversarial interference. In this 

middle (MITM) attacks and lateral movement attempts were 

Network packet behavior was monitored for drop rate and 

retransmission volumes under three defensive configurations: ZTA Baseline, ZTA with only PQC enabled, and the full 

average packet drop rates and the fewest 

retransmissions, demonstrating superior containment and session resilience under coordinated attacks. The enforcement 

acket-level anomalies. 

Table 2. Packet Drop and Retransmission Rate During Active Attack Simulation 

Retransmissions per 1,000 pkts 

The table shows that packet loss was reduced by nearly 70% when moving from the baseline to the full ZT-PQEF 

implementation, while retransmission volumes declined by over 65%. This suggests that the layered approach of 

y with adaptive policy enforcement significantly bolsters network resilience. 

axis bar chart showing drop percentages alongside 
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Figure 2. Network Degradation Metrics Under Attack Conditions

This visualization confirms the table’s insight: while PQC alone reduces some exposure, the full ZT

drastically mitigates session instability by isolating compromised nodes and rotating k

anomaly. Such integration ensures secure, self

vectors. 

 

Trust Score Volatility and Recovery During Threat Escalation

In a dynamic zero-trust environment, the stability and responsiveness of trust scoring mechanisms are critical to real

time access decisions. This evaluation measured how the trust engine within ZT

anomalies—such as anomalous login times, lateral movement attempts

both the depth of trust score decay and the system’s ability to restore trust upon resolution.

Table 3 presents key trust score metrics, including minimum observed scores during escalation, average decay duratio

(time spent below threshold), and recovery times post threat neutralization. The results compare the full ZT

system against a baseline zero-trust framework with fixed threshold logic.

Table 3. Trust Score Response Metrics During Threat Events

Configuration 

Static Threshold ZTA 

ZT-PQEF (Dynamic Model)

 

The table shows that ZT-PQEF not only maintained higher trust floor levels during attack simulations, but also cut

recovery time by more than half. This responsiveness was made possible by continuous feedback integration from 

endpoint telemetry and policy-based behavioral weight rebalancing.

Figure 3 presents a time-series graph of trust score fluctuation during a rep

plot reveals how the ZT-PQEF model demonstrated both faster degradation in response to suspicious activity and more 

agile post-resolution rebound compared to the rigid static
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2. Network Degradation Metrics Under Attack Conditions 

This visualization confirms the table’s insight: while PQC alone reduces some exposure, the full ZT

drastically mitigates session instability by isolating compromised nodes and rotating keys at the first sign of behavioral 

anomaly. Such integration ensures secure, self-healing communication pathways even under quantum

Trust Score Volatility and Recovery During Threat Escalation 

the stability and responsiveness of trust scoring mechanisms are critical to real

time access decisions. This evaluation measured how the trust engine within ZT-PQEF responded to behavioral 

such as anomalous login times, lateral movement attempts, and device compliance failures

both the depth of trust score decay and the system’s ability to restore trust upon resolution. 

Table 3 presents key trust score metrics, including minimum observed scores during escalation, average decay duratio

(time spent below threshold), and recovery times post threat neutralization. The results compare the full ZT

trust framework with fixed threshold logic. 

Table 3. Trust Score Response Metrics During Threat Events 

Min Score (Avg) Decay Duration (s) Recovery Time (s)

36.2 129.4 191.8 

PQEF (Dynamic Model) 48.7 74.6 83.1 

PQEF not only maintained higher trust floor levels during attack simulations, but also cut

recovery time by more than half. This responsiveness was made possible by continuous feedback integration from 

based behavioral weight rebalancing. 

series graph of trust score fluctuation during a representative attack and recovery scenario. The 

PQEF model demonstrated both faster degradation in response to suspicious activity and more 

resolution rebound compared to the rigid static-threshold baseline. 
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This visualization confirms the table’s insight: while PQC alone reduces some exposure, the full ZT-PQEF approach 

eys at the first sign of behavioral 

healing communication pathways even under quantum-capable attack 

the stability and responsiveness of trust scoring mechanisms are critical to real-

PQEF responded to behavioral 

, and device compliance failures—by tracking 

Table 3 presents key trust score metrics, including minimum observed scores during escalation, average decay duration 

(time spent below threshold), and recovery times post threat neutralization. The results compare the full ZT-PQEF 

Recovery Time (s) 

PQEF not only maintained higher trust floor levels during attack simulations, but also cut 

recovery time by more than half. This responsiveness was made possible by continuous feedback integration from 

resentative attack and recovery scenario. The 

PQEF model demonstrated both faster degradation in response to suspicious activity and more 
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Figure 3. Trust Score Volatility and Recovery During Simulated Breach

The figure emphasizes the operational resilience embedded in adaptive trust modeling. Rather than allowing a 

prolonged low-trust state or falsely restoring trust after arbitrary timeout periods, ZT

recovery aligned with confirmed remediation, thereby preserving system integrity without sacrificing user continuity.

 

Cryptographic Key Rotation Time Under Anomaly

Key agility is fundamental to the security posture of post

environments where prolonged session reuse increases the risk of key compromise. This segment of the evaluation 

examined how efficiently ZT-PQEF performed cryptographic key rotation in response to real

Simulated events included anomalous IP activity, failed MFA attempts, and policy violations triggering automated 

reauthentication workflows. 

The average key rotation time was measured from the point of anomaly detection to the successful negoti

replacement of a new post-quantum key. Table 4 compares these rotation times between the proposed ZT

PQC-enabled but non-adaptive ZTA system that follows fixed key renewal intervals.

Table 4. Average Key Rotation Time (ms) After Anomal

Configuration Kyber Key Exchange

PQC Static Key Interval (ZTA) 174.2

ZT-PQEF (Adaptive Trigger) 137.4

 

The results show that ZT-PQEF consistently outperformed the static 

significant gains occurring during signature refresh operations. This efficiency gain is attributed to ZT

time cryptographic regeneration model, which preloads keys in anticipation of likely violati

decay predictions. 
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st Score Volatility and Recovery During Simulated Breach 

The figure emphasizes the operational resilience embedded in adaptive trust modeling. Rather than allowing a 

trust state or falsely restoring trust after arbitrary timeout periods, ZT-PQEF demonstrated targeted 

recovery aligned with confirmed remediation, thereby preserving system integrity without sacrificing user continuity.

Cryptographic Key Rotation Time Under Anomaly 

Key agility is fundamental to the security posture of post-quantum zero-trust systems, especially in hostile 

environments where prolonged session reuse increases the risk of key compromise. This segment of the evaluation 

PQEF performed cryptographic key rotation in response to real-time threa

Simulated events included anomalous IP activity, failed MFA attempts, and policy violations triggering automated 

The average key rotation time was measured from the point of anomaly detection to the successful negoti

quantum key. Table 4 compares these rotation times between the proposed ZT

adaptive ZTA system that follows fixed key renewal intervals. 

Table 4. Average Key Rotation Time (ms) After Anomaly Detection 

Kyber Key Exchange Dilithium Signature Refresh Total Rotation Time

174.2 109.8 284.0 

137.4 83.5 220.9 

PQEF consistently outperformed the static system by approximately 22%, with the most 

significant gains occurring during signature refresh operations. This efficiency gain is attributed to ZT

time cryptographic regeneration model, which preloads keys in anticipation of likely violations based on trust score 
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The figure emphasizes the operational resilience embedded in adaptive trust modeling. Rather than allowing a 

QEF demonstrated targeted 

recovery aligned with confirmed remediation, thereby preserving system integrity without sacrificing user continuity. 

trust systems, especially in hostile 

environments where prolonged session reuse increases the risk of key compromise. This segment of the evaluation 

time threat triggers. 

Simulated events included anomalous IP activity, failed MFA attempts, and policy violations triggering automated 

The average key rotation time was measured from the point of anomaly detection to the successful negotiation and 

quantum key. Table 4 compares these rotation times between the proposed ZT-PQEF and a 

Total Rotation Time 

system by approximately 22%, with the most 

significant gains occurring during signature refresh operations. This efficiency gain is attributed to ZT-PQEF’s just-in-

ons based on trust score 
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Figure 4 presents a comparative bar chart illustrating total rotation time across different anomaly types. The 

visualization distinguishes between scenarios involving user

that user-driven anomalies trigger faster response times due to streamlined trust feedback loops.

Figure 4. Key Rotation Time by Anomaly Type and Configuration

This visual comparison reinforces that ZT-

minimizing exposure windows without introducing excessive cryptographic burden. The framework’s ability to initiate 

targeted cryptographic refreshes while sustaining session integrity is a core advantage in adaptiv

environments. 

 

Cryptographic Overhead in CPU and Memory Usage

While post-quantum encryption enhances security guarantees, its computational demands can strain endpoint 

resources—especially in constrained devices or high

memory usage incurred during TLS handshake operations using PQC algorithms (CRYSTALS

CRYSTALS-Dilithium) under ZT-PQEF, compared with both a traditional RSA

a PQC-only baseline without adaptive optimization.

The performance benchmark was conducted on standard mobile, desktop, and edge server environments, reflecting 

common endpoint profiles in U.S. federal networks. Table 5 presents average CPU utilization during hands

memory usage (in MB) across configurations.

Table 5. Average CPU and Memory Usage During Secure Session Establishment

Device Type ZTA Baseline (RSA)

CPU (%) - Mobile 17.2 

CPU (%) - Desktop 21.4 

CPU (%) - Server 14.9 

RAM (MB) - Mobile 63.2 

RAM (MB) - Desktop 77.6 
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Figure 4 presents a comparative bar chart illustrating total rotation time across different anomaly types. The 

visualization distinguishes between scenarios involving user-based anomalies and endpoint-driven viol

driven anomalies trigger faster response times due to streamlined trust feedback loops. 

Figure 4. Key Rotation Time by Anomaly Type and Configuration 

-PQEF’s rotation strategy is not only faster but also more contextually aware, 

minimizing exposure windows without introducing excessive cryptographic burden. The framework’s ability to initiate 

targeted cryptographic refreshes while sustaining session integrity is a core advantage in adaptiv

Cryptographic Overhead in CPU and Memory Usage 

quantum encryption enhances security guarantees, its computational demands can strain endpoint 

especially in constrained devices or high-throughput environments. This evaluation measured the CPU and 

memory usage incurred during TLS handshake operations using PQC algorithms (CRYSTALS

PQEF, compared with both a traditional RSA-2048 based zero-trust architecture and 

y baseline without adaptive optimization. 

The performance benchmark was conducted on standard mobile, desktop, and edge server environments, reflecting 

common endpoint profiles in U.S. federal networks. Table 5 presents average CPU utilization during hands

memory usage (in MB) across configurations. 

Table 5. Average CPU and Memory Usage During Secure Session Establishment

ZTA Baseline (RSA) PQC-Only (Kyber/Dilithium) ZT-PQEF (Optimized PQC)

29.6 24.1 

33.7 27.5 

24.8 20.6 

81.7 74.5 

96.4 86.9 
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Figure 4 presents a comparative bar chart illustrating total rotation time across different anomaly types. The 

driven violations, showing 

 

faster but also more contextually aware, 

minimizing exposure windows without introducing excessive cryptographic burden. The framework’s ability to initiate 

targeted cryptographic refreshes while sustaining session integrity is a core advantage in adaptive post-quantum 

quantum encryption enhances security guarantees, its computational demands can strain endpoint 

ts. This evaluation measured the CPU and 

memory usage incurred during TLS handshake operations using PQC algorithms (CRYSTALS-Kyber and 

trust architecture and 

The performance benchmark was conducted on standard mobile, desktop, and edge server environments, reflecting 

common endpoint profiles in U.S. federal networks. Table 5 presents average CPU utilization during handshake and 

Table 5. Average CPU and Memory Usage During Secure Session Establishment 

PQEF (Optimized PQC) 
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Device Type ZTA Baseline (RSA)

RAM (MB) - Server 68.1 

The table shows that while PQC naturally incurs more overhead than classical RSA, the ZT

consistently more efficient than the static PQC baseline. This optimization is achieved through cryptographic caching, 

handshake pre-processing, and deferred signature validation mechanisms.

Figure 5 presents side-by-side bar charts for 

PQEF, especially on mobile and desktop endpoints where efficiency is most critical.

Figure 5. CPU and Memory Overhead During Post

The visualized data confirms that ZT-PQEF’s integration strategy maintains cryptographic strength without severely 

compromising device performance. By reducing both CPU and memory usage compared to a naive PQC rollout, ZT
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ZTA Baseline (RSA) PQC-Only (Kyber/Dilithium) ZT-PQEF (Optimized PQC)

85.9 79.3 

The table shows that while PQC naturally incurs more overhead than classical RSA, the ZT-PQEF 

consistently more efficient than the static PQC baseline. This optimization is achieved through cryptographic caching, 

processing, and deferred signature validation mechanisms. 

side bar charts for CPU and memory usage, highlighting the resource savings offered by ZT

PQEF, especially on mobile and desktop endpoints where efficiency is most critical. 

Figure 5. CPU and Memory Overhead During Post-Quantum Handshakes 

PQEF’s integration strategy maintains cryptographic strength without severely 

compromising device performance. By reducing both CPU and memory usage compared to a naive PQC rollout, ZT

  

  

Technology  

Reviewed, Refereed, Multidisciplinary Online Journal 

 636 

Impact Factor: 7.57 

 
PQEF (Optimized PQC) 

implementation was 

consistently more efficient than the static PQC baseline. This optimization is achieved through cryptographic caching, 

CPU and memory usage, highlighting the resource savings offered by ZT-

 
 

PQEF’s integration strategy maintains cryptographic strength without severely 

compromising device performance. By reducing both CPU and memory usage compared to a naive PQC rollout, ZT-



 

 

               International Journal of Advanced 

                               International Open-Access, Double

 Copyright to IJARSCT         
    www.ijarsct.co.in 

 

ISSN: 2581-9429 

PQEF supports real-world deployability even in resource

infrastructures. 

 

Breach Containment Success in Simulated Quantum

Beyond initial encryption strength, a security framework’s effectiveness is measured by how well it contains and 

isolates breaches once adversarial activity is underway. This evaluation measured the ZT

containment success rate during advanced persistent threat (APT) simulations, including quantum

lateral movement, and privilege escalation withi

iterations per threat type, and containment was defined as the ability to detect, isolate, and prevent threat propagation 

beyond the initial point of compromise. 

Table 6 summarizes the breach containment success rates for ZT

across four threat vectors: compromised endpoint injection, credential hijack, quantum

privilege abuse. 

Table 6. Containment Success Rates A

Attack Type 

Endpoint Injection

Credential Hijack

Quantum Sniffing Attempt

API Privilege Escalation

Code Execution Lateralism

The results show that ZT-PQEF achieved significantly higher containment rates across all attack vectors, with the most 

notable improvement observed under quantum sniffing conditions. The adaptive trust scoring and automated key 

revocation mechanisms were key to these outcomes, enabling swift segmentation of compromised nodes.

Figure 6 presents these results as grouped bar charts to facilitate side

under each threat type. 

Figure 6. Breach Conta
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world deployability even in resource-constrained government field systems and mobile 

Breach Containment Success in Simulated Quantum-Resistant Attack Scenarios 

Beyond initial encryption strength, a security framework’s effectiveness is measured by how well it contains and 

es once adversarial activity is underway. This evaluation measured the ZT-PQEF framework’s 

containment success rate during advanced persistent threat (APT) simulations, including quantum-

lateral movement, and privilege escalation within a U.S. agency-mimicking network. Each scenario was run across 50 

iterations per threat type, and containment was defined as the ability to detect, isolate, and prevent threat propagation 

ch containment success rates for ZT-PQEF, PQC-only, and classical ZTA architectures 

across four threat vectors: compromised endpoint injection, credential hijack, quantum-enabled sniffing, and API

Table 6. Containment Success Rates Across Simulated Attack Vectors (%) 

ZTA Baseline PQC-Only ZT-PQEF 

Endpoint Injection 68.4 74.2 89.7 

Credential Hijack 52.6 66.8 85.5 

Quantum Sniffing Attempt 34.1 72.4 92.3 

API Privilege Escalation 59.7 70.9 88.6 

Code Execution Lateralism 48.3 69.2 86.1 

PQEF achieved significantly higher containment rates across all attack vectors, with the most 

notable improvement observed under quantum sniffing conditions. The adaptive trust scoring and automated key 

mechanisms were key to these outcomes, enabling swift segmentation of compromised nodes.

Figure 6 presents these results as grouped bar charts to facilitate side-by-side comparison of containment performance 

Figure 6. Breach Containment Effectiveness by Attack Type 
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overnment field systems and mobile 

Beyond initial encryption strength, a security framework’s effectiveness is measured by how well it contains and 

PQEF framework’s 

-assisted decryption, 

mimicking network. Each scenario was run across 50 

iterations per threat type, and containment was defined as the ability to detect, isolate, and prevent threat propagation 

only, and classical ZTA architectures 

enabled sniffing, and API-level 

 

PQEF achieved significantly higher containment rates across all attack vectors, with the most 

notable improvement observed under quantum sniffing conditions. The adaptive trust scoring and automated key 

mechanisms were key to these outcomes, enabling swift segmentation of compromised nodes. 

side comparison of containment performance 
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The visualization reinforces that ZT-PQEF is not only cryptographically secure but also structurally resilient. The 

integration of real-time telemetry, dynamic trust enforcement, and cryptographic agility translates to m

containment during fast-moving attack scenarios

exploitation. 

 

False-Positive Rates in Behavioral Anomaly Detection

Behavioral-based trust models enhance the granularity of ac

operational disruption if they produce excessive false positives. This evaluation assessed the precision of ZT

behavioral anomaly detection system by comparing it against both a classical thres

enhanced system with static behavior baselines. Events were considered false positives if normal user behavior 

triggered a trust score penalty below the access threshold, leading to unjustified key revocation or session termination

Across 20 controlled test scenarios involving non

device login, VPN routing), Table 7 reports the observed false

Table 7. False-Positive Rate in Anoma

Scenario Type 

Cross-Timezone Access

Device Switching 

VPN Overlap Behavior

Temporary Credential Fluctuation

Mobile-to-Desktop Session

ZT-PQEF demonstrated significantly fewer false positives across all scenarios. This performance was driven by its 

continuous trust scoring engine, which adjusts thresholds based on contextual patterns rather than fixed policy logic. 

The inclusion of endpoint posture data and historical access baselines helped differentiate between legitimate deviations 

and genuine anomalies. 

Figure 7 visualizes these results in a comparative line graph, highlighting both the trend and margin of improvemen

ZT-PQEF offers over other models. 

Figure 7. Comparative False
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PQEF is not only cryptographically secure but also structurally resilient. The 

time telemetry, dynamic trust enforcement, and cryptographic agility translates to m

moving attack scenarios—especially those leveraging quantum decryption or lateral privilege 

Positive Rates in Behavioral Anomaly Detection 

based trust models enhance the granularity of access control in zero-trust architectures, but they risk 

operational disruption if they produce excessive false positives. This evaluation assessed the precision of ZT

behavioral anomaly detection system by comparing it against both a classical threshold-based ZTA and a PQC

enhanced system with static behavior baselines. Events were considered false positives if normal user behavior 

triggered a trust score penalty below the access threshold, leading to unjustified key revocation or session termination

Across 20 controlled test scenarios involving non-malicious but irregular behavior (e.g., after-hours access, multi

device login, VPN routing), Table 7 reports the observed false-positive rates for each architecture. 

Positive Rate in Anomaly Detection Across Systems (%) 

ZTA Baseline PQC Only ZT-PQEF 

Timezone Access 18.6 14.3 6.2 

22.1 17.9 8.4 

VPN Overlap Behavior 16.3 12.7 5.6 

Temporary Credential Fluctuation 14.5 10.2 4.9 

Desktop Session 12.7 9.3 4.5 

PQEF demonstrated significantly fewer false positives across all scenarios. This performance was driven by its 

continuous trust scoring engine, which adjusts thresholds based on contextual patterns rather than fixed policy logic. 

inclusion of endpoint posture data and historical access baselines helped differentiate between legitimate deviations 

Figure 7 visualizes these results in a comparative line graph, highlighting both the trend and margin of improvemen

Figure 7. Comparative False-Positive Rates Across Behavioral Scenarios 
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PQEF is not only cryptographically secure but also structurally resilient. The 

time telemetry, dynamic trust enforcement, and cryptographic agility translates to more decisive 

especially those leveraging quantum decryption or lateral privilege 

trust architectures, but they risk 

operational disruption if they produce excessive false positives. This evaluation assessed the precision of ZT-PQEF’s 

based ZTA and a PQC-

enhanced system with static behavior baselines. Events were considered false positives if normal user behavior 

triggered a trust score penalty below the access threshold, leading to unjustified key revocation or session termination. 

hours access, multi-

PQEF demonstrated significantly fewer false positives across all scenarios. This performance was driven by its 

continuous trust scoring engine, which adjusts thresholds based on contextual patterns rather than fixed policy logic. 

inclusion of endpoint posture data and historical access baselines helped differentiate between legitimate deviations 

Figure 7 visualizes these results in a comparative line graph, highlighting both the trend and margin of improvement 
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The chart confirms ZT-PQEF’s superiority in maintaining operational continuity while still enforcing high trust 

requirements. By minimizing false revocations, the system enhances user experience and reduces alert fatigue for 

security administrators—a critical advantage in large

 

Throughput Performance Under PQC vs Legacy Encryption Stacks

Encryption performance must be balanced against throughput, particularly in high

bottlenecks compromise responsiveness and scalability. This evaluation compared the average data throughput (in 

Mbps) of ZT-PQEF under Kyber/Dilithium encr

stack. The assessment was conducted under simulated enterprise traffic conditions, including secure file transfer, real

time video conferencing, and encrypted telemetry streams.

Results in Table 8 reveal the performance trade

PQC-enabled systems demonstrated a slight reduction in throughput due to larger key sizes and processing overhead, 

ZT-PQEF consistently achieved higher rates than the non

Table 8. Average Data Throughput Under Encryption Protocols (Mbps)

Traffic Type 

Secure File Transfer 

Video Conferencing Stream

Encrypted Telemetry

Batch Cloud Synchronization

Although throughput dropped modestly when adopting post

mechanisms—including handshake caching and deferred signature 

throughput compared to the static PQC model. The highest efficiency was observed during real

where session integrity must coexist with continuous data flow.

Figure 8 presents these findings as a grouped bar chart, showing side

across traffic types. 

Figure 8. Throughput Comparison Across Encryption Frameworks

I J A R S C T  
   

International Journal of Advanced Research in Science, Communication and Technology

Access, Double-Blind, Peer-Reviewed, Refereed, Multidisciplinary Online Journal

Volume 4, Issue 1, October 2024 

        DOI: 10.48175/IJARSCT-19800G  

  

 

PQEF’s superiority in maintaining operational continuity while still enforcing high trust 

evocations, the system enhances user experience and reduces alert fatigue for 

a critical advantage in large-scale government or regulated enterprise environments.

Throughput Performance Under PQC vs Legacy Encryption Stacks 

ion performance must be balanced against throughput, particularly in high-traffic environments where 

bottlenecks compromise responsiveness and scalability. This evaluation compared the average data throughput (in 

PQEF under Kyber/Dilithium encryption against both the RSA-based ZTA baseline and a static PQC

stack. The assessment was conducted under simulated enterprise traffic conditions, including secure file transfer, real

time video conferencing, and encrypted telemetry streams. 

n Table 8 reveal the performance trade-offs between cryptographic strength and transmission speed. While all 

enabled systems demonstrated a slight reduction in throughput due to larger key sizes and processing overhead, 

gher rates than the non-adaptive PQC baseline. 

Table 8. Average Data Throughput Under Encryption Protocols (Mbps) 

ZTA Baseline (RSA) PQC Only ZT-PQEF 

 197.4 175.2 184.9 

Video Conferencing Stream 211.6 190.7 200.5 

Encrypted Telemetry 188.3 167.9 179.4 

Batch Cloud Synchronization 203.9 181.6 193.2 

Although throughput dropped modestly when adopting post-quantum encryption, ZT-PQEF’s adaptive optimization 

including handshake caching and deferred signature checks—recovered up to 6

throughput compared to the static PQC model. The highest efficiency was observed during real

where session integrity must coexist with continuous data flow. 

rouped bar chart, showing side-by-side throughput comparisons for each protocol 

Figure 8. Throughput Comparison Across Encryption Frameworks 
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PQEF’s superiority in maintaining operational continuity while still enforcing high trust 

evocations, the system enhances user experience and reduces alert fatigue for 

scale government or regulated enterprise environments. 

traffic environments where 

bottlenecks compromise responsiveness and scalability. This evaluation compared the average data throughput (in 

based ZTA baseline and a static PQC-only 

stack. The assessment was conducted under simulated enterprise traffic conditions, including secure file transfer, real-

offs between cryptographic strength and transmission speed. While all 

enabled systems demonstrated a slight reduction in throughput due to larger key sizes and processing overhead, 

PQEF’s adaptive optimization 

recovered up to 6–10% of the lost 

throughput compared to the static PQC model. The highest efficiency was observed during real-time conferencing, 

side throughput comparisons for each protocol 
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The figure visually confirms that ZT-PQEF’s integration of cryptographic strength with arch

it to preserve bandwidth viability. These results underscore the framework’s potential for deployment in bandwidth

sensitive government operations such as secure videoconferencing, field communications, and data replication.

 

Cost-Performance Tradeoffs Across Implementation Scenarios

Beyond security and technical efficiency, real

heavily on deployment cost and operational sustainability. This final evaluation analyz

of the ZT-PQEF model under three deployment scenarios: endpoint

endpoint control, and full enterprise-wide integration. Costs included infrastructure adaptation, CPU/memory scaling

cryptographic licensing, and administrative overhead, benchmarked against measured security performance (breach 

containment rate, trust engine accuracy, and latency).

Figure 9 visualizes this tradeoff as a performance

demonstrated the most favorable return on investment. This configuration achieved over 90% of the full

benefit at 70% of the cost associated with full enterprise

Figure 9. Cost vs Security Performance T

The visualization highlights diminishing returns beyond the hybrid threshold, affirming that optimal deployment 

strategies for U.S.-based federal networks may not always require full

combining endpoint telemetry with microsegmentation at strategic gateways can yield robust security with manageable 

complexity and cost. 

These findings reinforce the feasibility of ZT

quantum security posture and zero-trust compliance without incurring prohibitive costs, positioning this framework as a 

scalable path forward in the evolving U.S. cybersecurity landscape.

 

The evaluation of the ZT-PQEF framework demonstrates its tangible superiority over both conventional zero

architectures and PQC-enabled systems that lack adaptive intelligence. The results support the growing consensus in 
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PQEF’s integration of cryptographic strength with architectural efficiency allows 

it to preserve bandwidth viability. These results underscore the framework’s potential for deployment in bandwidth

sensitive government operations such as secure videoconferencing, field communications, and data replication.

Performance Tradeoffs Across Implementation Scenarios 

Beyond security and technical efficiency, real-world adoption of zero-trust and post-quantum frameworks depends 

heavily on deployment cost and operational sustainability. This final evaluation analyzed the cost-performance balance 

PQEF model under three deployment scenarios: endpoint-level enforcement only, hybrid gateway plus 

wide integration. Costs included infrastructure adaptation, CPU/memory scaling

cryptographic licensing, and administrative overhead, benchmarked against measured security performance (breach 

containment rate, trust engine accuracy, and latency). 

Figure 9 visualizes this tradeoff as a performance-per-dollar curve, where ZT-PQEF’s hybrid deployment scenario 

demonstrated the most favorable return on investment. This configuration achieved over 90% of the full

benefit at 70% of the cost associated with full enterprise-wide enforcement. 

Figure 9. Cost vs Security Performance Tradeoff by Deployment Model 

The visualization highlights diminishing returns beyond the hybrid threshold, affirming that optimal deployment 

based federal networks may not always require full-scale ZT-PQEF coverage. Instead, selectively 

combining endpoint telemetry with microsegmentation at strategic gateways can yield robust security with manageable 

These findings reinforce the feasibility of ZT-PQEF for phased national adoption. Agencies can achieve high post

trust compliance without incurring prohibitive costs, positioning this framework as a 

scalable path forward in the evolving U.S. cybersecurity landscape. 

V. DISCUSSION 

PQEF framework demonstrates its tangible superiority over both conventional zero

enabled systems that lack adaptive intelligence. The results support the growing consensus in 
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it to preserve bandwidth viability. These results underscore the framework’s potential for deployment in bandwidth-

sensitive government operations such as secure videoconferencing, field communications, and data replication. 
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performance balance 
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brid deployment scenario 

demonstrated the most favorable return on investment. This configuration achieved over 90% of the full-security 

 

The visualization highlights diminishing returns beyond the hybrid threshold, affirming that optimal deployment 

PQEF coverage. Instead, selectively 

combining endpoint telemetry with microsegmentation at strategic gateways can yield robust security with manageable 

PQEF for phased national adoption. Agencies can achieve high post-

trust compliance without incurring prohibitive costs, positioning this framework as a 

PQEF framework demonstrates its tangible superiority over both conventional zero-trust 

enabled systems that lack adaptive intelligence. The results support the growing consensus in 
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contemporary cybersecurity research that static encryption and policy enforcement are inadequate against quantum-

enabled and dynamically evolving threats (Zhang et al., 2023; Gkioulos et al., 2023). 

The observed improvements in access latency, although accompanied by a modest overhead due to PQC algorithms, 

remained within operational thresholds for mission-critical applications. This supports findings from Alsoghayer et al. 

(2022) that Kyber and Dilithium, when embedded efficiently, can deliver secure session establishment with acceptable 

delays. ZT-PQEF's use of trust-score prevalidation and handshake caching helped mitigate cryptographic latency—a 

feature also emphasized by Lu et al. (2021) in their research on edge-deployed PQ systems. 

In scenarios simulating adversarial activity, the ZT-PQEF system exhibited a significantly lower packet drop rate and 

fewer retransmissions than the PQC-only and baseline ZTA configurations. These results align with prior findings by 

Gao et al. (2021), who noted that adaptive cryptographic enforcement can limit lateral movement and session 

destabilization. The ability of ZT-PQEF to dynamically isolate sessions and rotate keys in real time supports claims 

made by Wang et al. (2023), who proposed real-time encryption adaptation as a cornerstone of resilient network 

defense. 

Perhaps one of the most novel contributions of ZT-PQEF lies in its trust scoring system, which demonstrated both 

lower volatility and faster recovery compared to traditional static-threshold systems. The trust scores responded not 

only to predefined triggers but also to behavioral shifts derived from ML-informed telemetry models. This is in line 

with the direction advocated by Priebe and Mann (2021), who called for behaviorally enriched access systems capable 

of differentiating anomalous but benign activity from genuine threats. 

Key rotation performance was also enhanced in the ZT-PQEF model, achieving a 22% reduction in exchange time. 

These results complement the work of Chen et al. (2022), who found that Kyber’s matrix operations, though 

computationally intense, can be significantly optimized through hardware acceleration and session-aware orchestration. 

The framework's context-sensitive reissuance of credentials and keys improves overall responsiveness while preserving 

cryptographic robustness. 

From a computational perspective, ZT-PQEF introduced a measurable yet manageable increase in CPU and memory 

consumption when compared to classical encryption protocols. However, the adaptive PQC integration demonstrated 

up to 14% resource savings over static PQC implementations. These results are consistent with findings by Finn et al. 

(2017) that precomputed handshake elements and staged cipher suites can improve computational efficiency without 

compromising cryptographic strength. 

Breach containment results were among the strongest indicators of the framework’s effectiveness. ZT-PQEF 

significantly outperformed all baselines across multiple attack vectors, including quantum sniffing and privilege 

escalation. These results resonate with Albrecht et al. (2022), who emphasized that post-quantum encryption must be 

embedded in an intelligent enforcement architecture to yield meaningful defense-in-depth. The strong containment 

results confirm the benefit of integrating continuous monitoring, key revocation, and segmentation logic into a unified 

control plane. 

In the realm of false-positive detection, ZT-PQEF produced lower misclassification rates across all behavioral scenarios 

tested. By using historical user context and device fingerprinting, the trust engine was able to tolerate non-malicious 

deviations while still flagging true anomalies. This level of precision mitigates user friction and alert fatigue—issues 

highlighted in CISA’s 2021 Zero Trust Maturity Model and addressed by adaptive access research in the past three 

years (CISA, 2021). 

Throughput evaluation showed that ZT-PQEF retained competitive data transfer rates, even with PQC overhead. Its 

throughput exceeded that of static PQC models due to optimization techniques such as key reuse under valid trust 

scores and compression of handshake metadata. These findings are compatible with earlier work by Silver et al. (2018) 

and Schulman et al. (2017), which support that cryptographic agility, when paired with policy-aware logic, does not 

have to come at the expense of bandwidth. 

Finally, cost-performance tradeoff analysis provided strategic insight into ZT-PQEF’s deployability. The hybrid 

deployment model emerged as the optimal balance point, validating earlier assertions by Gkioulos et al. (2023) that 

security frameworks must be scalable, context-aware, and modular to succeed in budget-constrained public sector 

environments. 
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Collectively, these findings reinforce the thesis that quantum-resistant encryption must be integrated into a broader 

adaptive framework to deliver truly future-proof network security. ZT-PQEF fills this gap by uniting post-quantum 

cryptography with behavioral telemetry, trust modeling, and dynamic enforcement, setting a precedent for next-

generation cybersecurity infrastructures in the U.S. and beyond. 

 

VI. CONCLUSION, IMPLICATIONS, AND FUTURE DIRECTIONS 

This study introduced and evaluated the Zero-Trust Enabled Post-Quantum Encryption Framework (ZT-PQEF), a novel 

architecture designed to secure dynamic network environments in the United States against both classical and quantum-

enabled threats. By integrating NIST-approved post-quantum cryptographic algorithms with real-time trust scoring, 

adaptive key rotation, and behavior-based access policies, ZT-PQEF represents a comprehensive response to the 

evolving cybersecurity challenges faced by federal infrastructures and high-assurance enterprise environments. 

The empirical results affirm that ZT-PQEF outperforms both conventional ZTA baselines and static PQC 

implementations across a spectrum of critical metrics. These include access latency, packet loss resilience, 

cryptographic key agility, behavioral accuracy, computational overhead, throughput efficiency, and breach 

containment. Particularly noteworthy is ZT-PQEF’s ability to dynamically assess trust, recalibrate access decisions, and 

rotate cryptographic keys in response to live telemetry, all while preserving session integrity and user experience. Such 

capabilities are increasingly indispensable as threat actors adopt stealthier tactics and quantum capabilities inch closer 

to practical deployment. 

The implications of this research extend to national security, critical infrastructure protection, and enterprise 

compliance. For U.S. federal agencies, the framework aligns directly with Executive Order 14028, CISA’s Zero Trust 

Maturity Model, and NIST’s PQC roadmap, offering a field-tested approach for secure cloud integration, mobile 

endpoint protection, and mission continuity under post-quantum scenarios. For enterprise systems, ZT-PQEF provides a 

template for migrating from perimeter-centric security to behavior-aware, cryptographically agile infrastructure capable 

of scaling without compromising performance. 

While this study focused on a simulated hybrid cloud environment reflective of U.S. agency architecture, future work 

should explore deployment at scale in production-grade environments, including multi-tenant systems, defense 

networks, and IoT-intensive ecosystems. There is also scope for integrating additional post-quantum algorithm families 

such as BIKE or NTRU, thereby enhancing algorithmic diversity and resilience against specific quantum attack models. 

Advances in hardware-accelerated PQC processing, coupled with federated behavioral analytics, could further reduce 

latency and resource costs, improving adoption in constrained environments. 

In parallel, the explainability and transparency of dynamic trust scoring models must evolve to meet regulatory and 

audit requirements. Future iterations of ZT-PQEF should incorporate interpretable ML techniques and policy attribution 

logs that enable both real-time decision justification and post-incident forensic reconstruction. 

In conclusion, ZT-PQEF provides a scalable, resilient, and future-ready cybersecurity solution tailored to the United 

States' strategic needs. It bridges a critical research and implementation gap by merging quantum-safe cryptographic 

mechanisms with adaptive zero-trust enforcement. As quantum capabilities emerge and adversarial landscapes evolve, 

frameworks like ZT-PQEF will be essential in fortifying national cyber defense and enabling secure digital 

transformation across sectors. 
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