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Abstract: In our modern era where the internet is global, everyone relies on various online resources for
news. Along with the increase in the use of social media platforms like Facebook, Twitter, etc. news spread
rapidly among millions of users within a very short span of time. The spread of fake news has far-reaching
consequences like the creation of biased opinions. The project demonstrated for detecting the fake news.
The dataset was provided by the company. Here I am performing binary classification of various news
articles available online with the help of concepts pertaining to Artificial Intelligence, Natural Language
Processing and Machine Learning. Using decision tree classifier provides the ability to classify the news as
fake or real.

In this project different feature engineering methods for text data has been used like Bag of words model
and word embedding model which is going to convert the text data into feature vectors which is sent into
machine learning algorithms to classify the news as fake or not. With different features and classification
algorithms we are going to classify the news as fake or real and the algorithm with the feature which gives
us the best result with that feature extraction method and that algorithm we are going to predict the news as
fake or real
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L. INTRODUCTION

Data or information is the most valuable asset. The most important problem to be solved is to evaluate whether the data
is relevant or irrelevant. Fake data has a huge impact on lot of people and organizations. Since fake news tends to
spread fast than the real news there a need to classify news as fake or not. In the project the dataset used is from Kaggle
website where real news and fake news are in two separate datasets we combined both the datasets into one and trained
with different machine learning classification algorithms to classify the news as fake or not. In this project different
feature engineering methods for text data has been used like Bag of words model and word embedding model which is
going to convert the text data into feature vectors which is sent into machine learning algorithms to classify the news as
fake or not. With different features and classification algorithms we are going to classify the news as fake or real and
the algorithm with the feature which gives us the best result with that feature extraction method and that algorithm we
are going to predict the news as fake or real. In this project we will be ignoring attributes like the source of the news,
whether it was reported online or in print, etc. and instead focus only the content matter being reported. We aim to use
different machine learning algorithms and determine the best way to classify news .

II. PURPOSE
A fake news classification system using different feature extraction methods and different classification
algorithms like Support Vector Machine, Logistic Regression, Gradient Boosting, XG-BOOST, Decision Tree,
Random Forest and the best algorithm we are going to use it in predicting the news as fake or real. In order to
create a real time application, the algorithm should be fed with the most recent data. Data is of different sizes so
that should be properly cleaned to get better results. So we are using different algorithms and feature extraction
methods like Bag of words model and Word embedding model to get the best result.

II1. OBJECTIVE OF SYSTEM
e To achieve our goal of developing machine learning model to classify news as fake or real,
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e  We need perform following tasks in the same order as stated.
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e Data Collection and Analysis Preprocessing the data Text feature extraction Using different classification
algorithms
e Taking the best classification algorithm and feature extraction method

IV. SYSTEM ARCHITECTURE
In future works, we intend to use highly sophisticated classifying approach, like deep learning with sentiment analysis
also and consider many text features like publisher, urls etc., which may increase the accuracy of the classification of
news as fake or real. Automatic fake news detection may be done using the latest news and training the model regularly
to get the best results. So this can be used as a filter to upload the news.

Text Collection
Text Preprocessing

|

Feature Extraction

l

News to be o Classifier g Classify news as
classified ) Fake or Real

User Registration:
Here User has to register with required parameters such as name, mobile, password and hardware ID.

User Login:

After user registration done successfully user can login to the system
Predict News

Feed Back Generation

Algorithm & Mathematical Model

S={I, 0, P, S, C, P, Ad, Q, G,H/w, S/w, Failure, Success}
Where

S=System

C= Check News U=User

Ad=Admin

G= Detection.

Procedures {P}= {Pr, Cc, Qid, Amt} Where,

Pr= Check News

Qid= Find News

O is Output of system

Copyright to IJARSCT DOI: 10.48175/568 f| 2580 2020 11
www.ijarsct.co.in




. ®
IJARSCT

Impact Factor: 7.53

Copyright to IJARSCT DOI: 10.48175/568
www.ijarsct.co.in

ne) 2581-9429

IJARSCT ISSN (On

International Journal of Advanced Research in Science, Communication and Technology (IJARSCT)

International Open-Access, Double-Blind, Peer-Reviewed, Refereed, Multidisciplinary Online Journal

Volume 4, Issue 6, May 2024
VI. RESULT
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Fig 1. Login Page
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Fake News Detection
Id Username Password Email Mobile Number Country State City
1 Mayur 123 mayurdhondwad] 23@ gmail com 5452145214 India MAHARASHTRA Nashik

Fig 2.View Users
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Fake News Detection

Title Text Label

Daniel Greenfield a Shillman Journalism Fellos ar the Freedom Center is a New York writer focusing on radical Istam In the final stretch of the election
Hillary Rodbam Clinton has gone to war with the FBI The word Punprecedented? has been thrown around so often this election that it ought o be retired
But it?s still unprecedented for the nominee of a major political party to go war with the FBI But that?s exactly what Hillary and her people have done
Coma patients just waking up now and waiching an hour of CNN from their hospital beds would assume that FBI Director James Comey is Hillary?s
opponent in this election The FBI is under attack by everyone from Obama to CNN Hillary”s people have circulated a letter attacking Comey There are
currently more media hit pieces lambasting him thas targeting Trump It woulda?t be oo Surprising if the Clintons of their allies Were to start funning
attack ads sgainst the FBI The FBI?s leadership is being wamed that the entise leftwing establishment will forr a lynch mob if they continue goiag after
Hillary And the FBI?s credibility is being attacked by the media and the Democrats to preemptively head off the results of the investigation of the Clinton
Foundation and Hillary Clinton The covert struggle between FBI agents and Obama?s DOT people has gone explasively public The New York Times has
compered Comey to J Edgar Hoover Its bizarre headline ?Tames Comey Role Recalls Hoover?s FBI Fairly or Not? practically admits up front that it?s
spouting nonsense The Boston Globe has publishied a column calling for Comiey?s resignation Not 10 be outdone Time has an editorial claiming that the
scandal is really an aitack on all women James Carville appeared on MSNBC fo remind everyone that he was sill alive and insane He accused Comey of
coordiating with House Republicans and the KGB And you thought the ?vast right wing conspiracy? was a stretch Countless media stories charge
Comey with violating procedure Do you know what?s a procedural violation? Emailing classified information stored on your bathroom server Senator
Harry Reid has sent Comey a letter accusing him of violating the Hatch Act The Hatch Act is a nice idea that has as much relevance in the age of Obama
s the Tenth Amendment But the cable news spectrum quickly filled with media hacks glancing at the Wikipedia article on the Hateh Act under the table
while accusing the FBI director of one of the most awkward conspiracies against Hillary ever If James Comey is really out to hurt Hillary e picked one
hell of a strange way 1o do it Not (oo long ago Democrats were breathing a sigh of relief when he gave Hillary Clinton a pass in a prominent public
statement If he really were out 1o elect Trump by keeping the email scandal going why did he trash the investigation? Was he on the payroll of House
Republicans and the KGB back then and playing it coy of was it a sudden development where Viadimir Putin and Paul Ryan talked hin: into taking a look
at Anthony Weiner?s computer? Either Comey is the most cunning FBI director that ever lived or he?s just awkwardly trying to navigate a political mess
that has trapped him between a DOJ leadership whose political futures are tied to Hillary?s victory and his own bureau whose apolitical agents just want
o be allowed to do their jobs The only truly mystesious thing is why Hillary and her associates decided 10 go to war with a respected Federal agency Most
Americans like the FBI while Hillary Clinton enjoys a 60% unfavorable rating And ir?s an interesting question Hillary?s old strategy was to lie and deny

YouCan Smell  that the FBI even had a eriminal investigation underway Insiead her associates insisied that it was a security review The FBI corrected her and she v

Fig.3 Train Data
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Fig 4. Detection

VII. CONCLUSION

In this paper three different feature extraction methods like Count Vectorizer, TFIDFVectorizer, Word Embedding has
been used. And also different classification algorithms like Linear SVC, Logistic Regression Classifier, Decision Tree
Classier, Random Forest Classifier, XG-BOOST Classifier, Gradient Boosting Classifier have been used to classify the
news as fake or real. By using the classification algorithms we got highest accuracy with SVM Linear classification
algorithm and with TF-IDF feature extraction with 0.94 accuracy. Even though we got the same accuracy with Neural
Network with Count Vectorizer, Neural Networks and take more time to train and its complex so we used Linear SVC
which is not so complex and takes less time to computer.
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