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Abstract: At present times , it's accessible for people to store their data on clouds. To secure the privacy, 

people tend to encode their data before uploading them to clouds. Due to the wide use of cloud services, 

public key searchable encryption is necessary for users to search the encrypted files efficiently and rightly. 

still, the being public key searchable encryption schemes supporting monotonic queries suffer from either 

infeasibility in keyword testing or inefficiency similar as heavy computing cost of testing, large size of 

ciphertext or lattice, and so on. In this work, we first propose a novel and effective anonymous key- policy 

attribute- based encryption( KP- ABE). also by applying Shen etal.’s general construction to the proposed 

anonymous KP- ABE, we capture an effective and suggestive public key searchable encryption, which to the 

best of our knowledge achieves the best performance in testing among the existing similar schemes.  
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