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Abstract: Email usage has become a fundamental means of communication for both businesses and 

personal use. Its widespread usability has also led to an increase in the volume of email data. While e-mails 

are necessary for everyone, they also come with unnecessary, undesirable bulk mails, which are also called 

Spam Mails. Email sorting has become a problem due to volumes and if not properly done could lead to 

inefficiency at work . Anyone with access to the internet can receive spam on their devices. Most spam 

emails divert people’s attention away from genuine and important emails and direct them towards 

detrimental situations. Spam emails are capable of filling up inboxes or storage capacities, deteriorating 

the speed of the internet to a great extent. These emails have the capability of corrupting one’s system by 

smuggling viruses into it, or steal useful information and scam gullible people. The identification of spam 

emails is a very tedious task and can get frustrating sometimes. Wasting time searching through unsorted 

emails could lead to vulnerability of spam and phishing attacks during that process. This project looks at a 

comparative research of Naïve Bayes, Neural Networks and SVM performance to classify emails. 
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