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Abstract: In servers and mobile users, an image is sent over the social network or exchanged. Due 

to the fact that it contains delicate personal information, the privacy of that data is crucial. A 

hacker may use social information about a person to discredit them if their image is hacked. Text-

based encryption can be used in mobile cloud computing under the current architecture. There 

are various ways to store data securely utilizing mobile computing, including end-to-end 

encryption of data transmission and dynamic credential generation that only generates text. We'll 

be creating a brand-new wavelet watermarking technique called the discrete wavelet transform 

for use in real-time social network applications like Facebook, and this study suggests an efficient 

image forgery detection method that recognizes a manipulated foreground or background. Using 

this technique, images can be used and safely kept on servers. We categorize the image as either 

common or delicate, and we also enhance the project to include copy right implementation. Run 

copyright algorithms referred to as wavelet transform algorithms when employing sensitive 

techniques. After that, provide the receiver secure access to download the pictures. Using C#.NET 

as the front end and SQL SERVER as the back end, experimental results show the efficiency of 

current algorithms in real-time social network contexts and a comparison of their privacy rates. 
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