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Abstract: Cybercrime Convention defines computer-related forgery as "intentional… and without right, the  

input, alteration, deletion, or suppression of computer data, resulting in inauthentic data with the intent that 

it be considered or acted upon for legal purposes as if it were authentic, regardless whether or not the data 

is directly readable and intelligible." Public procurement (or government crime to the authorities) is the 

single largest marketplace for government spending and the greatest source of official corruption 

worldwide. Various factors make this government process a hot bed of corruption in high-income and low-

income countries alike. Vendor selection processes are complex and opaque, involving a high degree of 

human discretion. Not only do these vulnerabilities lead to massive financial waste, but they distort market 

prices, reduce healthy competition, and frequently result in substandard goods and ineffective services. To 

Overcome this we develop a platform where through a person can give a tip to crime authorities without 

showing their own information. Our platform includes 2 main user roles where first panel is government 

authorities panel where they can receive all the information and other panel is of person who is sending 

sensitive information to the authorities. Our platform is safe from malware, pishing attack and cross site 

scripting attacks and sql injection. 
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