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Abstract: The report is built around how computers are used in digital forensics. Today, as digitalization 

spreads quickly, all businesses and people are utilising technology to improve how they conduct business. 

For that reason, we require a digital system that enables us to complete a variety of jobs more quickly. We 

also utilise social networking sites for amusement There is nothing wrong with this, but we should exercise 

caution when using social media and our systems because crime rates are rising as digitalization grows. In 

order to avoid cyber attacks, software should be installed. When an attack is conducted, we should be 

aware of the various methods that are available. For instance, in 2020, the use of computers will be too 

beneficial for the Covid-19 positive forensics test. 
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