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Abstract: Today, nations all over the world are actively supporting the advancement of intelligent 

agriculture. They must individually grow unique plants that are matched to the area for farming, and this 

information is crucial and delicate. This is why information-driven, intelligent agriculture needs network 

security protection to guarantee data privacy and integrity. This study suggests using dark web technology 

to protect the privacy of servers and blockchains. In intelligent agriculture, packet transfer frequency will 

be monitored to guard against distributed denial-of-service (DDOS) assaults. The system's key features are: 

(1) an identity authentication method; (2) secure information transfer; (3) the creation of private 

blockchains; (4) a quicker, more effective system for blockchain information authentication; and (5) 

resilience to DDOS attacks. The proposed system can protect network security for IoT devices as well as 

servers by utilising dark web technology, which can reduce the risk of DDOS attack damage by preventing 

the visibility of blockchains and server ID addresses. Results from the experiments show that the suggested 

scheme's use of lightweight encryption does, in fact, speed up authentication while simultaneously meeting 

network security criteria. 
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