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Abstract: Cloud computing is becoming progressively stylish in distributed computing environment. 

Processing and Data storing use cloud environment is becoming a drive universal. The Software services 

has on many business applications as well as in our habitual life, we can simply say that this troublesome 

technology. Cloud computing can be seen since Internet-based computing, in which communal resources, 

software, and data are made available to devices on demand. It permits resources in the direction of 

leveraged on per-use basis.It contracts cost and complexity of service providers by means of assets and 

operative costs. It permits users to access applications tenuously. On behalf of user, this paradigm directs 

cloud service provider to sense software updates and cost of servers. For both, cloud benefactors and 

consumers; confidentiality, integrity, privacy, availability, and authenticity are important concern. Security 

issues of PaaS clouds are explored and classified. In this paper we are working to some chief security 

problems of extant cloud computing environments. 
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