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Abstract: Cyber Security performs a vital position within the area of facts era.  Securing information 

has been certainly one of the biggest challenges in the present day [1]. The usage of the internet has 

made human beings and organizations vulnerable to outdoor assaults [3]. Cyber issues mainly affect 

the information technology domain which includes different types of malicious attacks such as spyware, 

virus, social, and engineering. In this COVID-19 pandemic, the use and dependency on Internet have 

grown exponentially. This paper examines how cyberattacks have accelerated at some point of this 

pandemic and shows how substantially they have got affected banking sector. 
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