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Abstract: The demand for reliable and efficient Wide Area Networks (WANs) from business 

customers is continuously in- creasing. Companies and enterprises use WANs to exchange critical 

data between headquarters, far-off business branches and cloud data centers. Today, the emerging 

technology for WAN is Software-Defined Wide Area Networking (SD-WAN) that introduces the 

Software-Defined Networking (SDN) paradigm into the enterprise-network market. SD-WAN can 

support differentiated services over public WAN by dynamically reconfiguring in real-time network 

devices at the edge of the network according to network measurements and service requirements. On 

the one hand, SD-WAN reduces the high costs of guaranteed QoS WAN solutions (as MPLS), without 

giving away reliability in practical scenarios. On the other, it brings numerous technical challenges, 

such as the implementation of Traffic Engineering (TE) methods. 
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