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Abstract: We have introduced a new way of Working with Pixel Image Verification and Cude Click Points. 

We have evaluated the usefulness and security of this project. The human mind remembers the image faster 

than the text. Users usually create passwords using a script, but by using these passwords there are many 

obstacles. Photo password that is easy to remember but hard to guess from hackers. Users can easily 

remember a strong password and passwords that can be remembered are easy to guess. This method is used 

to provide security. As technology grows security must be provided from now on we provide security using 

the alphanumeric method. There is another method called biometric but more expensive than Graphical 

password authentication. So we came up with this entry function using image pixel selection and point-click 

methods. The main purpose of the login operation is to use image pixels and point-click techniques to provide 

improved security for users The main goal of this project is to support users in choosing the best and safest 

passwords. The user will click on a specific part of the image to verify authenticity. Attractive click points will 

provide a series of images to increase security as it will give the attackers a greater burden. A series of images 

will be provided based on previous clicks of the image. Psychological research shows that one can remember 

a visual image beyond a series of alphanumeric characters. So remembering points in user pictures will be 

easier and it will be harder for the attacker to reach. Attractive clicks help users to select random areas to 

increase security. The advantages of a Graphical Password Scheme are ease of use and great security. 
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