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Abstract: With the rapid expansion of wireless communication technology, user authentication is 

becoming increasingly vital in order to assure the technology's security. Passwords serve a vital part in 

the authentication process. During the authentication procedure, the user's password is sent along with 

the traffic to the authentication server, allowing the server to grant access to the authorised user. The 

attackers will take advantage of the opportunity to try to sniff out other people's passwords in order to 

carry out illicit acts under the guise of someone else's identity, keeping them out of trouble. Many methods 

have been offered to improve the security of wireless communication technologies as a result of the 

challenge. In this paper, the previously proposed solution will be used to enhance the security of the system. 

The solution adopted is the one time password, hashing and two-factor authentication. There also a new 

solution will be added by using the QR code to help to save more data. The objective of the system outcome 

is to enhance the current login authentication system. It provides solutions for making password breaking 

more difficult as well as convinces users to choose and set passwords.. 
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