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Abstract: In recent years, more and more video surveillance devices like drones, CCTV's have been deployed 

due to an increase in demands related to public security and smart cities.  There is a need to overcome the 

existing drawbacks of post-investigation techniques of video surveillance systems by providing a pre-alert 

generation system. The video surveillance system has become an important part of the security and protection 

of modern cities. So we are going to focus on video surveillance by giving video contents containing early 

fire events detection, suspicious activities and smart parking systems, and crowd estimation. Smart 

monitoring cameras equipped with intelligent video analytics techniques can monitor and pre-alert systems 

by capturing suspicious activity and events. Our work is based on deep learning techniques for video analysis 

with better performance and event detection with the advantages of alert generation. 
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