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Abstract: The word “vote” means to choose form a list, to elect or to determine. The main goal of voting (in 

a scenario involving the citizens of a given country) is to come up with leaders of the people’s choice. The 

project is mainly aimed at providing a secured and user-friendly Biometric Voting System. The problem of 

voting is still critical in terms of safety and security. The proposed voting system with biometric authentication 

is an electronic voting system which seeks to make use of the uniqueness of the minutiae of the human 

fingerprint to further enhance the level of trust and confidentiality of the voters in the system as well as making 

the actual process as universally accessible as possible which would be achieved through the deployment on 

the Internet. It is expected to solve the critical issues faced due to elections. For the voter registration and 

authentication processes which are performed on the desktop module, the voter is expected to have his or her 

fingerprints captured and the minutiae extracted that is stored on the database. This is done to prevent the 

occurrence of multiple registrations or identity. Thus, during the authentication period, voters are expected 

to undergo a matching verification of their fingerprint samples against the values stored in the database 

which is identified through the use of a unique voter identification number assigned during registration. 

Voters can thus proceed to the online module of the project to cast their votes through any internet – connected 

device using the voter identification number, security answer keyed in during the registration process as well 

as a token key that was generated automatically for each voter per election on the online module. The token 

is sent by the administrator to each voter through his or her associated email. Worthy to note is that though 

voting is now done ubiquitously, it must carried out during the stipulated period as contained in the email 

message sent to the voters. Conclusively, Online Voting System with biometric authentication project, has 

been able to deliver an electronic voting system that solves all the highlighted challenges of the traditional 

system of conducting elections, offering voters a trusted and credible means of exercising their franchise with 

great ease. It is therefore recommended to be deployed fully in subsequent elections. 
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