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Abstract: Introduced new paradigms and is increasingly contributing to the enhancement of banking quarter 

products. The purpose of this article is to examine a few of the most important and well-known enabled 

banking zone offers, as well as their current benefits and challenges. The fake cheque scam is one of the most 

prevalent methods of defrauding people. There is currently no method for rapidly authenticating cheque and 

detecting bogus ones. Instead, banks must wait for a longer length of time to uncover the fraud. More 

specifically, our solution enables banks to communicate information about provided and used cheque while 

protecting the personal information of bank clients. Fake cheque can take many different shapes. They could 

appear to be commercial or personal cheque. 
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