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Abstract: The web has been utilized broadly in all parts of life. The Interference of web associations can create a huge 

effect. Hence, the job of the Network Intrusion Detection System (IDS) to distinguish digital attacks is vital. A suspicious 

connection needs to be blocked immediately before performing anything further. The Higher the data transmissions 

occuring daily its being important to protect the data and its been main factor to prevent intrusions. A good Intrusion 

System is to be developed to prevent Attacks. This paper presents a novel approach to classify intrusion attacks. The focal 

thought is to apply different machine learning algorithms like SVM, Naive Bayes, Neural Networks, Random Forest, 

Logistic Regression. We apply these kinds of supervised and unsupervised learning Techniques and classify the attack 

classes. The presentation of the various models was analyzed utilizing every one of the highlights and the best-chosen 

highlights were executed utilizing the disarray grids. 
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