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Abstract:  This paper explores the ethics behind moral hacking and also the issues that pair this rising field 

of network security. Since moral hacking has been a polemic subject over the past few years, the question 

remains of verity intentions of moral hackers. The paper additionally appearance at ways in which during 

which future analysis can be looked into to assist to keep moral hacking, ethical. 
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