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Abstract: There has also been a considerable rise in the burden on numerous websites and web-based apps 

due to the huge expansion in the volume of the World Wide Web and the variety of subscribers on this network. 

This load comes from the user's end, resulting in an unanticipated state that leads to undesirable outcomes 

at the web server's end, such as a breakdown or an information leakage scenario. As a result, hence the 

necessity to minimize server load as well as the risk of networking assaults, which escalates as the number of 

users increases. The unintended effects, such as information leakage and server crashes, are produced by 

two primary factors: first, user overloading, and second, a growth in the volume of autonomous programs or 

robots. To circumvent the limitations of most traditional techniques to captcha production, this suggested 

model employs a flexible picture captcha generating methodology. To counteract this impact, we developed 

a system that generates captcha using a random object insertion mechanism. Convolutional neural networks 

are used in the presented methodology to effectively generate the captcha. The experimental outcomes have 

been indicative of the improved performance offered by the proposed approach. 
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