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Abstract: In the era of Information, we have analyzed that many people are facing the problem of data 

handling, data storage, and data security. Another problem we have analyzed is that people want an 

integrated platform with greater accuracy and better security. To solve this problem, we have come up with 

a solution of integrated cloud storage and browsing application where the user will be allocated some space 

on the server where one can store their files in a separated and well-mannered form, which will help them to 

manage their content in an organized manner. We will also provide a marketplace for the user so they can 

get some required media files from there, which may give integrity to users. For the backend, we will use the 

concept of data compression using a backpropagation algorithm (using neural networks) which will help to 

user store more files in a compressed manner on the server. The data will be encrypted using cryptography 

algorithms, which will increase the security of data by multiple times. 
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