
I J A R S C T    

    

 

               International Journal of Advanced Research in Science, Communication and Technology  

                               International Open-Access, Double-Blind, Peer-Reviewed, Refereed, Multidisciplinary Online Journal 

Volume 5, Issue 9, March 2025 

 Copyright to IJARSCT         DOI: 10.48175/568   95 

www.ijarsct.co.in  

 
 

ISSN: 2581-9429 Impact Factor: 7.67 

 

Honey Tokens using API – A Survey 
Ms. Dhanashree Wadnere, Rahul N. Shelar, Siddhant R. Lokare  

Department of Computer Science & Engg. 

Sandip University, Nashik, India 

 
Abstract: The tutorial "Creating a Honeypot Token" on GitGuardians' blog provides step-by-step 

instructions for setting up honeypot tokens to improve security. Honeypot tokens serve as bait for 

recognition of unauthorized access and potential threats. By implementing  Honeypot tokens, organizations 

can identify attack patterns, respond effectively to threats, and improve general security centers. This 

aggressive approach helps protect sensitive information and understand the behavior of malicious actors. 
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