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Abstract: In real world, Message communication has grown in popularity and frequency as people work 

remotely and enterprises move the cloud. Nowadays, message communication via the network is very risky 

because there are many threats. However, at any time when employees use technologies to share messages 

between devices, there are security risk involved. Message communication can also introduce risks of 

hacking and loss of sensitive information. Hence, secure message communication projects are required as 

business today face multiple security threats in highly competitive environment. 
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