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Abstract: VANET enables communication via V2V or communication specifically developed by vehicles. 

As a result, many technologies and facilities such as passenger protection, advanced vehicle features, and 

infotainment systems have been well studied. In this article, we used the security algorithm and rewards 

will be added to the customer. We also analyzed VANET with blockchain technology and analyzed the 

Internet of Vehicles via blockchain. The Internet of Cars increases traffic safety. Now is the time to pave the 

way for a new wave of vehicle control by integrating smart cars into the Internet of Vehicles (IoV) using 

modern and creative protection technology. 
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