
IJARSCT  ISSN (Online) 2581-9429 

    

 

       International Journal of Advanced Research in Science, Communication and Technology (IJARSCT) 

                             International Open-Access, Double-Blind, Peer-Reviewed, Refereed, Multidisciplinary Online Journal 

 Volume 4, Issue 2, March 2024 

Copyright to IJARSCT  DOI: 10.48175/568                516 

www.ijarsct.co.in                                                   

Impact Factor: 7.53 

Face and Liveness Detection Based Smart Bank 

Locker  
Seema Francis Bansode1 and Dr. R. G. Dabhade2 

Student, Department of VLSI & Embedded System (E&TC)1 

Professor, Department of VLSI & Embedded System (E&TC)2 

Matoshri College of Engineering and Research Centre, Eklhare, Nashik, Maharashtra, India 

 

Abstract: With the increasing theft in banks, the security has become an important aspect in banking 

region. Most of the Bank lockers are currently protected by key locking, some password-based locks or 

using some digital locks which is insecure and unreliable. So, in this paper we are implementing bank 

locker using face recognition system. Face recognition is an effective and successful security 

technique whose accuracy can be improved by combining other technologies. For facial recognition, 

this project uses the CNN algorithm.  

In this project, only authenticated user can access the lockers as faces are stored for the individual 

identity of a person. Facial recognition alone cannot determine whether the person is real or not. 

Therefore, liveness detection is implemented. In liveness detection, the system detects if it interacts 

with a real person or a spoof artefact used by other person such as a face photo. To detect whether the 

person is live or not the project uses eye blink detection. The project identifies whether the user is 

authentic or not. If not then, the locker will not open instead it will raise an alert and it will send a text 

SMS to the admin that somebody is trying to open their locker and immediately the system will capture 

photograph of that person and that photograph will be emailed to the user. In this way, the system 

provides high security, theft protection and alert of bank locker. 
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