
IJARSCT  ISSN (Online) 2581-9429 

    

 

       International Journal of Advanced Research in Science, Communication and Technology (IJARSCT) 

                             International Open-Access, Double-Blind, Peer-Reviewed, Refereed, Multidisciplinary Online Journal 

 Volume 3, Issue 2, November 2023 

Copyright to IJARSCT  DOI: 10.48175/IJARSCT-13849                275 

www.ijarsct.co.in                                                   

Impact Factor: 7.301 

Malware Detection in JPEG 
Prof. F. S. Ghodichor1, Prashant Kharche2, Chaitanya Katore3, Ajit Adavale4, Dipkumar Prajapat5 

Assistant Professor, Department of Information Technology1 

Students, Department of Information Technology2,3,4,5 

Sinhgad Institute of Technology, Lonavala, Maharashtra, India 

 

Abstract: Cyberattacks on people, companies, and organizations have grown in frequency. Cybercriminals 

are constantly searching for efficient ways to infect targets with malware in order to initiate an attack. 

Millions of people use images every day all throughout the world, and the majority of users think pictures to 

be secure for usage, however some kinds of pictures have the potential to carry a malware payload and 

execute detrimental acts. The main reason JPEG is the most widely used image format is because of its 

lossy compression. It’s applied almost everyone, from small businesses to major corporations, and is 

present on nearly all devices (on digital cameras, cellphones, social networking, websites, etc.). Due of 

their reputation for being innocuous, enormous JPEG images have a lot of potential for misuse. 
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