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Abstract: FHE is an outstanding research field on cryptography which facilitates to perform computation 

on encrypted data. In this research, an effective, simple, secure, and lightweight homomorphic encryption 

structure is introduced for SHE structure which depends on the integers and utilized matrix. Then employ 

the coppersmith matrix multiplication method to perform matrix multiplication at the encryption and 

decryption step to make the scheme more secure. Additionally, a new algorithm is introduced to generate a 

key and refreshed it for every computation with a stipulated time interval. In the future, this proposed 

system can be used for asymmetric cryptosystem with two keys, one for encryption, and other for decryption 

which is more scalable and reliable with high-security measures. 
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