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Abstract: An  ethical  hacker  is  the  network  specialist  &  computer  who  pounce  some  security  

systems  on  the  behalf  of  its possessor seeking amenability that could be exploited by a malicious  hacker.  

The  Internet's  explosive  growth  has conduct  many  virtuous  things:  e-  commerce, e-mail, collaborative 

computing & new fields for advertisement and information distribution. Ethical hacking has become a main 

anxiety for businesses & governments, also known as the  intrusion testing or penetration testing or red  

teaming. Organizations are concerned about the probability of being "hacked" & potential clients are 

concerned about keeping personal information under control. Hackers are classified according  to their 

work and knowledge.  The  white hat  hackers  are  the  ethical hackers. Ethical hackers use hacking 

approaches to ensure safety. Ethical hacking is needed to protect the system from the hacker’s damage. The  

major reason behind  the  ethical  hacking  study  is  to  assess  the  security  and  report  back  to  the  

owner  of  the target system. 
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