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Abstract: This study  presents an overview of the study on the implementation and potential of a novel 

Android-based controlled door locking app to advance home security in the context of smart homes. The 

app leverages the capabilities of android devices to offer remote access and management of door locks, 

empowering homeowners with seamless control over their access points. The study evaluates the app's 

performance in usability, accuracy, efficiency, portability, security, and maintainability, revealing its 

commendable capabilities with an average score of 4.17 out of 5. With minor enhancements, the app 

shows promising potential as a reliable and user-friendly access control solution, driving the evolution 

of smart lock technology and home security in the modern era. 
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