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Abstract: This study focuses on the pressing issue of cyberbullying on the internet, which negatively impacts 

both teenagers and adults, sometimes leading to tragic consequences such as suicide and depression. In order to 

address this problem, there is a growing need to establish regulations regarding content on social media 

platforms. To tackle this issue, the study aims to utilize data from two distinct forms of cyberbullying: hate speech 

tweets from Twitter and comments based on specific attacks from Wikipedia forums. The primary objective is to 

develop an effective model using Natural Language Processing and Machine Learning techniques to identify 

cyberbullying in textual data. The study explores three different approaches for feature extraction and evaluates 

the performance of four classifiers to determine the most effective method. The results of the study reveal that the 

developed model achieves an impressive accuracy of over 90% when applied to tweet data and over 80% when 

applied to Wikipedia data.. 
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