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Abstract: The Internet, a loose global network of connections held networks has facilitated the transfer of 

data and information between many networks. information and Security concerns have grown significantly 

over the past few years due to the transmission of information between networks at different locations. A 

small number of people have also exploited the internet for illegal operations like frauds and unauthorised 

access to other people's networks. Cybercrimes are the name given to these illegal online actions. These 

days, we frequently hear the term in the news due to the rising popularity of online activities like online 

banking, online shopping, etc. Therefore, "Cyber Law" was developed in order to deter and punish the 

cybercriminals. Cyberlaw is the branch of the legal system that deals with the Internet, cyberspace, and 

other legal matters like online privacy or online security. It is also referred to as "law of the web”. In order 

to provide a brief overview of what cybercrime is, the perpetrators of cybercrime hackers and crackers, 

various forms of cybercrimes, and the evolution of cyberlaws in India, this chapter is organised into various 

sections with the aims in mind. The chapter also discusses the numerous preventive measures that can be 

employed to stop this "hi-tech" crime in India as well as how these laws function. 
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