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Abstract: Video Surveillance plays a significant role in today's world. Various technologies have been 

utilized to implement the safety of life and property by installing high quality CCTV cameras. It is 

impossible to manually monitor each and every moment activity. Furthermore, in practical scenario the 

most unpredictable one is human behavior and it is very difficult to find whether it is suspicious or normal. 

In this work the notion of Convolution Neural Network is used to detect suspicious or normal activity in an 

environment, and a system is proposed that sends an alert message to the corresponding authority, in case 

of predicting a suspicious activity. This project will entail detecting suspicious human Activity from real-time 

CCTV footage using neural networks. Human suspicious Activity is one of the key problems in computer 

vision that has been studied for more than 15 years.  It is important because of the sheer number of 

applications which can benefit from Activity detection. Hence, we plan to use neural networks to overcome 

these problems. Suspicious human activity recognition from surveillance video is an active research area of 

image processing and computer vision. Through the visual surveillance, human activities can be monitored 

in sensitive and public areas such as bus stations, railway stations, airports, banks, shopping malls, school 

and colleges, parking lots, roads, etc. to prevent terrorism, theft, accidents and illegal parking, vandalism, 

fighting, chain snatching, crime and other suspicious activities. It is very difficult to watch public places 

continuously, therefore an intelligent video surveillance is required that can monitor the human activities in 

real-time and categorize them as usual and unusual activities; and can generate an alert. 
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