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Abstract: Short Message Service (SMS) is an integral service of the mobile phone for users to 

communicate with people which is faster and convenient way to communicate. However, it has some 

limitations like incapability of searching and categorization of SMS, scheduling, marking SMS and there is 

scope to improve it. To overcome various limitations, we have proposed a mobile application with title SMS 

Classificatin - Text Messenger which solves real time problems of text messaging. Our system provides core 

functionalities of text messaging and beside to that various facilities like categorization of messages based 

on Company, OTP, Transactional and user defined categories  searching with customized date, scheduled 

text delivery, hiding of messages inside the app, reminders for due dates of billers, validity of texts, starred 

messages, pinned chats, signature, backup and recycle bin. 

 

Keywords: Text Messaging App, SMS, Messenger, Categorization, Android SMS App 

 

REFERENCES 

[1] F. K. Dewi, M. M. R. Fadhlurrahman, M. D. Rahmanianto and R. Mahendra, ”Multiclass SMS message 

categorization: Beyond spam binary classification,” 2017 International Conference on Advanced Computer Science and 

Information Systems (ICACSIS), 2017, pp. 210-215. 

[2] D. S. Sisodia, S. Mahapatra and A. Sharma, ”Automated SMS Classification and Spam Analysis using Topic 

Modeling,” 2nd International Conference on Data, Engineering and Applications (IDEA), 2020, pp. 1-6, Aug. 2012, pp. 

1760–1766. 

[3] P. Navaney, G. Dubey and A. Rana, ”SMS Spam Filtering Using Supervised Machine Learning Algorithms,” 2018 

8th International Conference on Cloud Computing, Data Science Engineering (Confluence), 2018, pp. 43-48.  

[4] S. Vatsal, N. Purre, S. Moharana, G. Ramena and D. Mohanty, ”On-Device Information Extraction from SMS using 

Hybrid Hierarchical Classification,” 2020 IEEE 14th International Conference on Semantic Computing (ICSC), 2020, 

pp. 178-181.  

[5] H. Baaqeel and R. Zagrouba, ”Hybrid SMS Spam Filtering System Using Machine Learning Techniques,” 2020 

21st International Arab Conference on Information Technology (ACIT), 2020, pp. 1-8. 

[6] Development of content-based SMS classification application by using Word2Vecbased feature extraction ISSN 

1751-8806 Received on 13th February 2018 Revised 12th September 2018 Accepted on 15th October 2018 E-First on 

11th December 2018  

[7] Ho, T., Kang, H., Kim, S.: ‘Graph-based KNN algorithm for spam SMS detection’, J. Univers. Compute. Sci., 2013, 

19, (16), pp. 2404–2419.  

[8] Church, K., Oliveira, R.D.: ‘What’s up with Whatsapp, comparing mobile instant messaging behaviors with 

traditional SMS’. 15th Int. Conf. Human- Computer Interaction with Mobile Devices and Services, Mobile HCI, 

Munich, Germany, 2013. 

[9] Almeida, T.A., Hidalgo, J.M.., Yamakami, A.: ‘Contributions to the study of SMS spam filtering: new collection 

and results’. Proc. 11th ACM Symp. Document engineering, New York, USA, September 2011, pp. 259–262. 

[10] Wensen L., Zewen C., Jun W., et al.: ‘Short text classification based on Wikipedia and Word2vec’ 2nd IEEE 

International Conference on Computer and Communications (ICCC), Chengdu, China, October 2016, pp. 1195-1200. 

[11] Z. Cataltepe and E. Aygun. “An improvement of centroid-based classifcation algorithm for text classification”. 

IEEE 23rd International Conference on Data Engineering Workshop, 1-2 pp. 952–956, 2007. 

[12] K. Solanki, U. Madhow, B. S. Manjunath, S. Chandrasekaran, and I. El-Khalil, “Print and scan’ resilient data 

hiding in images,” IEEE Trans. Inf. Forensics Security, vol. 1, no. 4, pp.464–478,Dec.2006 

 


