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Abstract: The Indian Ministry of Education's data indicate that there are about one million graduates per 

year. Some of them will continue their education in colleges or high schools, while others will get ready for the 

workforce. When the students have finished their studies, their numerous stellar performance records, grade 

transcripts, certificates, etc., will be an essential source of reference for entrance to other schools or positions. 

When schools produce various awards or certificates, just the names of the schools and the students are 

mentioned. Due to the lack of an anti-forge mechanism, events that lead to the graduation document being 

forged are regularly identified. A suggestion for a solution to the problem of document forgery would be the 

blockchain-based digital document system. The process for issuing digital documents under this system is 

outlined below. An electronic counterpart of a paper document should be created and added to the database 

along with any pertinent information. Find the hash value of the electronic file in the interim. The block in the 

chain system should then have the hash value appended to it. The technology will produce a linked QR-code 

and an inquiry string code to be attached to the printed document. It will allow the demand unit to use online 

searches or mobile phone scans to verify the legitimacy of the printed document. Due to the dynamic nature of 

the blockchain, the technology not only boosts the legality of various paper-based documents but also 

considerably reduces the likelihood of document loss. 
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