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Abstract: There are two access points on every machine that can be utilised for remote access. The secondary 

access point is also referred to as a backdoor access point, while the first requires user credentials to connect. 

Users can log in without going through security checks. Installed on the target computer, the backdoor is a 

straightforward programme that may be used to obtain a reverse shell if necessary. Making a backdoor into a 

computer can be done in a number of ways. An intelligent attacker can simply build a unique backdoor. The 

Windows security system can quickly identify the majority of these customised backdoors as malicious files. 

We have created a sophisticated backdoor that functions like a regular file but is actually a backdoor in order 

to address this issue. 
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