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Abstract: Currently, humans face various diseases due to the current environmental condition and their 

living habits. Early identification and prediction of diseases are crucial to prevent their severity. However, 

doctors may find it challenging to accurately identify illnesses manually. This project aims to use 

predictive analysis to identify and predict patients with a higher risk of developing chronic diseases. By 

utilizing data analysis techniques, including machine learning and data mining, healthcare professionals 

can get early warnings of potential illnesses and take timely preventive measures, ultimately improving 

patients' overall health outcomes. Automating the diagnosis process can also help reduce healthcare costs, 

making healthcare more affordable and accessible. The use of data mining is crucial in predicting 

diseases, which is a difficult task. The proposed system employs machine learning algorithms such as the 

convolutional neural network (CNN) to provide a comprehensive disease prognosis based on a patient's 

symptoms. This system offers an automated feature extraction approach, enabling healthcare professionals 

to make more informed decisions. Therefore, it can contribute significantly to enhancing disease prediction 

and providing appropriate treatment. Storage and evaluation of big data is flexible and scalable on the 

cloud but at the same time there are issues in security such as data theft attacks. The problem of security 

can be resolved by using the technique called Fog computing. The data can be stored the security by using 

implementing decoy technique in fog. Decoy file are Honeypots and other false information which is used 

to secure the original data from an unauthorized user who is trying to access the private data. We are 

using decoy file to contain fake data which confusing the attacker. 
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