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Abstract:With vast growing internet as giant, data through these nets needs to be private and secured. 

Cloud Servers act as major resource to store data. Thus, Cloud server need to be secured and cannot be 

exposed to the possibility of being misused for disclosure or theft by hackers. For this they need strategic 

schemes to ensure the security and privacy check of the data. The system proposed utilizes three schemes to 

ensure security of data. The schemes are encryption of data, distributing of data over multiple clouds and 

giving authenticity to share data through secret key only. First, system is designed for sharing of data 

through secure channel of encryption wherein Lightweight algorithm is used for encryption of data, then 

data is distributed over different clusters with help of DROP algorithm and data is replicated over clouds to 

contain any loss.  Third only private key can give access to different segments of data to explicit people who 

need to know the information. Trapdoor is generated to detect any unethical request to share data, request 

is blocked and identity of the person is pursued for any data leakage. 
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