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Abstract: In this paper, We present an efficient and simple-to-implement symmetric encryption scheme for 

string search that requires just one round of communication and O(N) computations across N documents. 

Unlike previous schemes, we use hash-chaining for index generation rather than a chain of encryption 

operations, making it suitable for lightweight applications. Unlike Previous String Search Schemes, Our 

Scheme Learns Nothing About The Frequency And Relative Positions Of The Words Being Searched Except 

What It Can Learn From History. We are the first to propose probabilistic trapdoors In String Symmetric 

Encryption Scheme we provide concrete proof of our scheme's non-adaptive security against an honest-but-

curious server. Provides some protection against trapdoor leakage. We have demonstrated that our scheme 

is secure according to the Pattern Indistinguishable Definition. We demonstrate why symmetric encryption 

schemes for string searches fail to meet adaptive indistinguishable criteria. We also propose changes to our 

scheme that will allow it to be used against active adversaries at the expense of more communication 

rounds and memory space. We validate our scheme using two commercial data sets. 
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