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Abstract: The achievement for the fine-grained entry control over data and for its guarantee of data security. 

Multi authority Attribute based encryption schemes not suitable for the devices with resource constrained, 

due to it is based on expensive bilinear pairing. The major limitation of Multi-authority-ABE scheme is 

attribute cancellation that is revocation of attributes. Using the elliptic curves cryptography and Diffie 

Hellman Problem to propose an “To Ensure Data Security and Efficient Data Access Control for Cloud data 

Storage Using Immediate Revocable Timestamp Multi-authority-ABE scheme”. The analysis of security 

represents that the proposed scheme satisfies similar under adaptive chosen plaintext-attack by using Diffie-

Hellman problem. Compared with the other schemes present, the proposed scheme is more economical in 

computational cost and storage. The timestamp is used in multi authority attributed encryption and the data 

user can able to view the file within the particular period of time. 
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